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WebSphere Application Server Architecture



IBM Confidential



Unit Objectives This unit will discuss: •Main themes •Architectural overview •New features overview



Main Themes •Platform enablement –Developing the e-business “operating system” for enterprise integration –Foundation for other middleware products •Ease of use –Reduced complexity, and increased integration of roles •Simplify development and deployment of applications with new WebSphere Rapid Deployment •Improvement on the flexible and open systems management model from WebSphere V5, with many new enhancements



Main Themes (continued) •Enterprise Class Deployment –Building the "Next Generation" application server with the qualities of service required by enterprise class deployment –Enterprise Service Bus (ESB) infrastructure integration in the Application Server



•Unifies Service Oriented Architecture synchronous and asynchronous messaging, message brokering and publish/subscribe, mediation and Web Services integration



–Unified Clustering Framework and High Availability services •Standards-based architecture and programming model –Builds on the latest Java standards and Web Services in an integrated development and deployment environment to reduce time to value –J2EE 1.4, Web Services, Service Data Objects (SDO), and so forth



Version 5 Packaging



Version 6 Packaging



WebSphere Application Server Basics •WebSphere Application Server –Is a platform on which Java-based business applications run –Is an implementation of the Java 2 Enterprise Edition (J2EE) specification –Provides services (database connectivity, threading, workload management, and so forth) that can be used by the business applications



Basic Architecture Application Application Server Server
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Administering the Server



Application Application Server Server



Web-based administrative console



C:\> wsadmin



wsadmin command-line client
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Network Deployment Concepts •A node is a logical grouping of servers – Each node is managed by a single node agent process •A deployment manager process manages the node agents – Holds the configuration repository for the entire management domain, called a cell – Administrative console runs inside the deployment manager



V6 Application Server



…



V6 Application Server



…



V6 Node



V6 Application Server



…



V6 Application Server



V6 Node



Cell



Managed versus Unmanaged Nodes •A managed node is a node that contains a node agent –Used to be called a “node” in V5 •An unmanaged node is a node in the cell without a node agent –Enables the rest of the environment to be aware of the node •Useful for defining HTTP servers as part of the topology •Enables creation of different plug-in configurations for different HTTP servers



WebSphere Profiles Overview •WebSphere files are split into two components: –Product files •Set of shared read-only static files or product binaries shared by any functional instance of the WebSphere Application Server product



–User files •Set of user-customizable data files, called a profile •User data includes WebSphere configuration, installed applications, resource adapters, properties, log files, and so forth



WebSphere Binaries



Profiles - profile1 - profile2 . . .



WebSphere Profiles Benefits •Benefits of profiles: –Think of profiles as representing a node •Can install multiple profiles on a single machine •Was effectively possible to do in V5 by either: • Installing WAS multiple times on the same machine • Using wsinstance



–Each profile uses the same binaries •Stand-alone Node •Managed Node •deployment Manager



–Easier than multiple installations •Less disk space •Simplifies application of product updates



WebSphere Profiles Issues •When multiple profiles are created on a single machine, be careful – Use correct profile bin directory to • startserver • stopserver • serverstatus



– Be aware of possible port conflicts for node agents and application servers • Make sure all of the servers (application server, deployment Manager, node agents) have unique ports



– Be aware that there may be multiple “server1” instances on a single machine (as part of different profiles) – Ensure that consistent hostnames within a machine are used • was6host00 and was6host00.ibm.com are different



Managing Profiles •Profiles should be managed though one of the tools provided –Profile Creation Wizard •Provides a GUI interface for creation of profiles • Application server profiles • deployment Manager profiles • Custom profile



–wasprofile script •Provides a command line tool to manager profiles •Supports • create, delete • augment, unaugment • deleteAll • listProfiles • getName, getPath • validateRegistry, validateAndUpdateRegistry



New Features Overview •System Management •Managed Web servers •WebSphere Rapid Deployment •Platform Messaging •Workload Management – High Availability •Security •Programming models



System Management Features



New V6



New V6



New V6



New V6



•Extends V5 System Management Model –Reduces learning curve for managing V6 environments •Support for J2EE 1.4 specification –JMX 1.2 –J2EE Management (JSR-077) –J2EE Deployment (JSR-088) features •Fine-grained Application Update –Ability to introduce small delta-changes to installed applications –Ability to add, update or remove parts of the installed application and restart the changed part •Support for extensible server types –Web server –Generic server •Introduction of Node Groups –z/OS and distributed nodes within same cell



Comparison: WebSphere V5 to V6 Task or Topic



WebSphere V5 Î WebSphere V6



Topology



New WebSphere profiles for Standalone node, Managed node and deployment Manager, sharing the same product install



System Management model



Same administration model using JMX MBeans



Configuration Repository



Similar repository structure with some new V6 files and directories



Administrative Clients



Similar admin clients with some new enhancements in browser admin console and new wsadmin AdminTask



Start, Stop WebSphere processes



Similar to V5, except “-profileName” option to start a server for a specific profile



Monitor WebSphere process



Similar to V5



Admin Security



Similar to V5



Commands



Most of the commands similar to V5 New V6 commands: wasProfile (replaces wsinstance)



Comparison: WebSphere V5 to V6 (continued)



Task or Topic



WebSphere V5 Î WebSphere V6



Application Administration



New in V6: •Fine Grain Update new in V6 •WebSphere Rapid Deployment (WRD) •System Application



Resources Administration



New in V6: •Management of SIBus resources and JMS resources using SIBus Same as V5: •JDBC, Java Mail, and so forth



Comparison: WebSphere Network Deployment V5 to V6 Task or Topic



WebSphere V5 Î WebSphere V6



Building Cells – Add/remove Nodes



Similar to V5



Configuration Repository File Synchronization from deployment Manager to the Managed node



Similar to V5



Mixed V5 and V6 Nodes in a V6 Cell



New in V6



Node Groups



New in V6



Core Groups



New in V6



Application Administration



Enhanced application ripple update for cluster



System Management Features (continued) •Improved administrative console look and feel –Provides consistent cross-IBM product look and feel –Changes console views based on context •Version •Platform •Installed Capabilities New V6 New V6 New V6



–Integration of Tivoli Performance Viewer –Integration of IBM HTTP Server V6 management •System applications: Administrative console, File Synchronization (moved to runtime)



WebSphere Configuration Archives •A WebSphere configuration, with two main differences: –May be a subset of a full configuration –Configuration information is virtualized to make it portable •Removes any specific information, like the host name



•WebSphere Configuration Archives are used to import/export configurations –Allows simple creation of many servers with the same configuration –Produces .CAR (Configuration ARchive) files –Accessible through wsadmin’s AdminTask •exportServer, importServer •exportWasprofile, importWasprofile (only for base single server)



Configuration Archive: Example •Example: –Users can export the WebSphere Configuration Archive –Modify the configurations –The exported WebSphere Configuration Archive can be imported on the same or other systems •Allows users to set up configurations quickly and easily without learning any configuration operation syntax and semantics •Provides powerful way to manage the configurations of a large number of similar systems –Within the cell boundary or across cell boundary, such as server farm scenario or retail scenario



Configuration Archive: Life Cycle Empty
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Import



Load Configuration Archive (.car) Save



Configuration Configuration Archive (.car) Expanded Archive (.car) Configuration Archive
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Configuration Configuration Archive (.car) System Archive (.car) Configuration



Server Templates •Facilitate creation of servers with similar configurations •Support for different types of servers –Application servers –Web servers •Named template created from existing server •Choose from list of templates to create a new server •Operations on templates: –Create –List –Delete



New Admin Console Look and Feel



Integrated Performance Viewer



Managing Web Servers through WebSphere •WebSphere V6 deployment Manager can help manage external Web servers –IBM HTTP Server 6.0 (special case – no node agent needed) •Can have plugin-cfg.xml files automatically distributed to them •Can be started and stopped •Can manage the httpd.conf



–Other Web servers (node agent needed) •Can have plugin-cfg.xml files automatically distributed to them •Can be started and stopped



•Web servers can now be defined in WebSphere cell topology –Managed node (local) or unmanaged node (remote) •Managed nodes contain a node agent to control the Web server •Unmanaged nodes use the IHS Admin Service instead of a node agent to control the Web server



Web Server: Unmanaged Node V6 Deployment Manager



V6 Node Agent



Web Server



Un-Managed Web server Definition



Plug-in Module



Plug-in Config XML file V6 Application Server



…



V6 Application Server



V6 Node



Plug-in Config XML file



OS



S2



Manual copy or Shared file



•Web server not managed by WebSphere – same as V5.x •Allows WebSphere system administrator to create custom plug-in files for a specific Web server •Manually ftp/copy the plug-in configuration file from the deployment Manager machine to the Web server machine



IHS as Unmanaged Node (remote) V6 Deployment Manager



Unmanaged node OS



S1



V6 Node Agent



V6 Node Agent



IHS Admin Process



HTTP Commands to manage IHS



Start, Stop



IBM HTTP Server Plug-in Module



Manage V6 Application Server



…



V6 Application Server



V6 Node



V6 Application Server



…



V6 Application Server



V6 Node



Manage OS



S2



Plug-in Config XML file



HTTP Conf Remote plug-in install



•WebSphere V6 and IHS have special enhancements – IHS admin process provides administrative functions for IHS within WebSphere – Provides ability to start, stop IHS, make configuration changes to httpd.conf and automatically push the plug-in configuration file to IHS machine – Does not need node agent on the Web server machine



Web Server: Managed Node (local) V6 Deployment Manager Manages S1



Managed Web server Definition



V6 Node Agent



Start/Stop Manage



V6 Node Agent



V6 Application Server



…



Managed node



Web Server



V6 Application Server



V6 Node



S2



Plug-in Module



Plug-in Config XML file



Local plug-in install S3



•Install Web server on a Managed node •Create a Web server definition within the deployment Manager •Node Agent receives commands from deployment Manager to administer the Web server •Plugin-cfg.xml file is propagated through the file synchronization service and lives under the config directory.



IHS Administration Overview •IBM HTTP Server (IHS) V6 bundled with WebSphere V6 –Based on Apache 2.0.47 –Some administration functionality is integrated into WebSphere V6 admin console •IHS administrative process communicates with the Deployment Manager



•Direct administration of IHS 6.0 is done by manually editing httpd.conf –The Web-based console from IHS is no longer available



IHS Administrative Server •IHS Administration server runs as a separate instance of IHS •Admin component for IHS 6.0 includes: –IHS Admin configuration file (admin.conf) •Default port for the IHS Admin server is 8008. •IHS Admin authentication password file (htpasswd.admin) –Initially BLANK, which prohibits access to IHS Admin –Administrator updates IHS Admin password file using > htpasswd -cm ..\conf\admin.passwd •To start/stop the administrative server –\bin\adminctl start –\bin\adminctl stop –Or Windows Service



Web Server Custom plugin-cfg.xml •Enterprise applications need to be mapped to one or more Web servers (as well as to application servers) –Can be done through the administrative console –Alternately use the script generated during the installation of the plug-in which can automate the mapping of all the applications to the Web server •configure.bat in \bin



•Mapping the applications to specific Web servers will cause the custom plugin-cfg.xml files for those Web servers to include the information for those applications. –Web servers target specific applications running in a cell –Automatically generated by the Deployment Manager



Managing plugin-cfg.xml files New V6



New V6



•plugin-cfg.xml files are now automatically generated and propagated – This is the default behavior – This behavior is configurable through the console •plugin-cfg.xml files can be generic to a cell or custom to Web server – Generating a cell generic plugin-cfg.xml file • Use the command line script \bin\GenPluginCfg.bat • No longer available through the console



New V6



– Generating a Web server custom plugin-cfg.xml file • Use the administrative console • Need to map applications to Web servers • Can customize each Web server’s plug-in settings



Managing Web Server Plug-in Properties •Each Web server can have customized plugin-cfg settings – Not just application mappings



Web Server Definition – At a Glance Topology



Topology Applicability



Requirement



Web server Administration Capability



Managed Web server node



ND Cell



Requires node agent running on the Web server machine



Start, Stop Web server, Manage (push) plug-in config file to Web server machine



Un-managed Web server node – same as WebSphere V5.x



All packages



None



None



IHS as a special case of Unmanaged node



ND Cell



None



Start, Stop Web server, Manage (push) plug-in config file to Web server machine



WRD: Deployment Automation • Allows for installation and updating of applications – Speeds and simplifies development and testing – Two styles supported: • Automatic application installation • Allows for installation of EARs, WARs and JARs • local or remote servers • Free form • Command line • Allows you to dump artifacts into a directory



Note: This is intended for development and testing. Not necessarily intended for production. WRD is not supported in an ND environment.



WRD: Annotation-based Programming •Developer adds metadata tags into application source code – Uses XDoclet-like tag syntax •WRD uses the metadata to generate additional artifacts needed to run the application on the Application Server •Minimizes number of artifacts a developer needs to create and understand – user maintains the single artifact



Single Java Source File with Annotation-based programming package com.ibm.wrd; /** * @ejb.bean name="Hello" type="Stateless" * view-type=both jndi-name="HelloBean" */ public class Hello { /** * @ejb.interface-method view-type=both */ public String hello(String name) { return "Hello: " + name; } }



Hello.java



Multiple Java Source Files and application artifacts



HelloHomeSSB



Generates



HelloSSB



EJB Deployment Code HelloLocalSSB



HelloLocalHomeSSB



HelloBeanSSB



Platform Messaging •WebSphere Application Server Platform Messaging is a fullyintegrated pure-Java messaging environment •Allows WebSphere Application Server to participate in an implementation of an Enterprise Service Bus (ESB) –ESB is a conceptual model for a Service Oriented Architecture (SOA) –SIBus is the WebSphere implementation of a single ESB component •JMS support is built on top of platform messaging



WebSphere Platform Messaging in V6 •Differences from V5 –Common install process –No separate process like in V5 •All Java implementation within the server process



–Co-exist with WebSphere MQ –Platform messaging fully integrated within WebSphere Application Server: •WebSphere Security •WebSphere System Management • Admin Console provides MQ-Explorer type management •Performance monitoring, Trace and Problem Determination



WebSphere V6: High Availability Overview •Significant improvements in high availability –Can be used as part of an overall 99.999% availability solution •High Availability (HA) Manager is responsible for running key services on available servers rather than on a dedicated one (such as the deployment Manager) •Can take advantage of fault-tolerant storage technologies such as Network Attached Storage (NAS) –Significantly lowers the cost and complexity of HA configurations •Hot standby and peer failover for critical singleton services –WLM routing, PMI aggregation, JMS messaging, Transaction Manager, and so forth –Failed singleton starts up on an already-running JVM –Planned failover takes < 1 second •The configuration of highly available systems is simplified



Unified Clustering •Management consistency for clustering of different resources –Operational ease of use - The view and use of clusters are administered in a unified and consistent manner for all protocols (HTTP, EJB, JMS, JCA, and so forth) •Consistency - New Work Load Management (WLM) functions are implemented once for all protocols –Weighted distribution –eWLM integration –SLA –Hardware provisioning •High Availability - Makes WLM a highly available service which make cluster and routing information always available



Data Replication Service Enhancements •Data Replication Service (DRS) is integrated with the High Availability Manager –Improved performance and scalability •Provides a more optimized communication stack •Allows for use of both unicast and multicast IP •Improves in the range of 4x to 8x



–Improves high availability and failure recovery –Improves usability: •Leverages group services to simplify partitioning • Now have "n-replica", where the customer simply defines the number of backup copies they want for data



•Stateful Session Beans state now replicated



Failover of Stateful Session EJBs •Uses DRS, similar to HTTP session failover •Always enabled •WLM will fail beans over to a server that already has a copy of the session data in memory if possible •Ability to collocate stateful session bean replicas with HTTP session replicas with hot failover –J2EE 1.4 spec requires HTTP session state objects to be able to contain local references to EJBs



Node Group Overview •Enables mixing nodes with different capabilities within the same cell –z/OS and Distributed Nodes –WBI nodes and Base Nodes –Mechanism that allows validation of the node capability before perform certain functions •Example: Creating a cluster of nodes – cannot mix servers from z/OS and distributed nodes within a cluster



•Default configuration with single node group is sufficient unless you want to mix platforms within cell



Topology Example



WebSphere V6 Cell DMgr Node



Node 1



Node 2



z/OS Sysplex



z/OS Sysplex



z/OS Node 3



z/OS Node 5



z/OS Node 4



z/OS Node 6



zOS_NG1



zOS_NG2



Dist_NG3 DefaultNodeGroup



Core Groups Overview •Defines the set of WebSphere processes that participate in providing High Availability function to each other – The set of processes is called a Core Group •Processes in Core Group can be deployment Manager, Node Agents and Application Servers (Cluster Members) – A process is a member of exactly one core group – All members of a cluster must be within the same Core Group •WLM information is shared automatically between Core Group processes in a peer-to-peer fashion •Singleton services running in a Core Group can failover only to another member of the same Core Group



Default Core Group •deployment Manager installation creates a default Core Group –Called “DefaultCoreGroup” –Has default HA policies for Transaction Manager and JMS messaging •As WebSphere processes are added to the cell, they are automatically added to the Default Core Group •In most of cases, the default setting is good enough –You don’t usually need to change the defaults or add more groups



Multiple Core Groups •When to use more than one core group: –One cell spans multiple geographies •For example, London, New York, San Francisco core groups may be in one cell



–Some servers running within the DMZ •For example, to manage HTTP Servers



–For performance when large number of nodes in use •Core Group Bridge –Connects two core groups that are intra or inter cell –Allows WLM information between the core group processes



Security Enhancements •Java Authorization Contract with Containers (JACC) 1.0 support –Allows plug-in of your Authorization servers –JACC compliant TAM (Tivoli Authorization Module) shipped with V6 –Will continue to support the non-JACC native authorization (similar to V5) •Security Attribute Propagation from WebSphere Application Server V5.1.1 •Implements WS-Security 1.0



Application Programming Model Support •Supported J2EE Application versions in V6 Application Server –J2EE 1.4 –J2EE 1.3 –J2EE 1.2 •Simplifies migration by allowing your existing J2EE 1.2 or 1.3 applications to run in V6 Application Server



New V6



J2EE 1.4 Overview Web Services and XML support



ISV Enablement



ƒ Standards / Portability - XML Schema definitions for all deployment descriptors ƒ JAX-P 1.2 - New properties for XML parsers ƒ JAX-R - XML registry API ƒ JAX-RPC - APIs for representing WSDL-based services as RPCs in Java (and vice-versa) ƒ JSR 109 - Web services programming and deployment model ƒ SAAJ 1.1 - SOAP Attachments API for Java



ƒ JMX 1.2 / JSR-077 (J2EE Management) ƒ Notification emitters, and standard patterns ƒ Information model representing J2EE application server concepts ƒ JSR-088 (J2EE Deployment) ƒ XML-based deployment interfaces for J2EE ƒ JACC 1.0 ƒ Java Authorization Contract with Containers ƒ APIs for registering J2EE component authorization policies



Pluggable Messaging ƒ EJB 2.1 ƒ Typed message beans (used for any inbound JCA including pluggable JMS provider) ƒ Timer service Web service end-point support ƒ JMS 1.1 ƒ Unification of point-to-point and pub-sub interfaces ƒ J2CA 1.5 ƒ In-bound connections (supporting pluggable JMS provider, generalized for other types) ƒ RA lifecycle support ƒ Work manager (threads for resource adapters)



Other ƒ Servlet 2.4 ƒ Extensible deployment descriptors ƒ Request/response listeners ƒ JSP 2.0 ƒ Expression Language ƒ Simple Tag Extension ƒ JDBC 3.0 ƒ Meta data and cursor support ƒ JavaMail 1.3 updates



Changes in Web Services WebSphere 4.0 & 5.0



WebSphere 5.02/5.1



WebSphere 6.0



JAX-RPC (JSR-101) 1.1



Apache SOAP



JAX-RPC (JSR-101) 1.0



ƒ The programming model, deployment model and engine



ƒ New standard API for programming Web services in Java



ƒ ƒ ƒ ƒ ƒ ƒ



Proprietary APIs



JSR-109 1.0



JSR-109 - WSEE



ƒ Because Java standards for Web services didn’t exist



Not WS-I compliant



ƒ New J2EE deployment model for Java Web services



SAAJ 1.1 WS-Security ƒ Extensions added



WS-I Basic Profile 1.0 ƒ Profile compliance



UDDI4J version 2.0 (client) Apache Soap 2.3 enhancements The engine is a new high performance SOAP engine supporting both HTTP and JMS



Additional type support xsd:list Fault support Name collision rules New APIs for creating Services isUserInRole()



ƒ Moved to J2EE 1.4 schema types ƒ Migration of web services client DD moving to appropriate container DDs ƒ Handlers support for EJBs ƒ Service endpoint interface (SEI) is a peer to LI/RI



SAAJ 1.2



ƒ APIs for manipulating SOAP XML messages ƒ SAAJ infrastructure now extends DOM (easy to cast to DOM and use)



WS-Security ƒ WSS 1.0 ƒ Username Token Profile 1.0 ƒ X.509 Token Profile 1.0 WS-I Basic Profile 1.1 ƒ Attachments support



JAXR support UDDI v3 support



ƒ Includes both the registry implementation and the client API library ƒ Client UDDI v3 API different than JAXR (exposes more native UDDI v3 functionality)



JavaServer Faces (JSF) •JSF provides an easier and visual way to build J2EE Web applications with a rich set of UI for a variety of client devices •WebSphere Application Server V6 runtime and IBM Rational Web/Application Developer tools –Supports JSF V1.0 –JSF jar files and tag libraries are included with the runtime environment –Includes a number of IBM value-added JSF custom components permitted by the specification



Service Data Object (SDO) •Unified data representation and retrieval across heterogeneous data sources in a disconnected, source-independent format •Exploitable by tooling to provide simple application development experience •Support of XML typed data •Support for dynamic and statically type data SDO Core APIs



Client



Data Mediator 1



Data Mediator 2



Data Mediator 3



Access APIs Data APIs Metadata Access APIs Metadata APIs



Data Store 1



Access APIs Data APIs Metadata Access APIs Metadata APIs



Data Store 2



… …



Access APIs Data APIs Metadata Access APIs Metadata APIs



Data Store 3



•Supported Mediators: – Relational database – EJB •Future – Web Services – XML



Programming Model Extensions •Programming model extensions (PMEs) are IBM-developed extensions to the J2EE model •Core extensions included in all versions – Formerly available only in Enterprise Edition Last Participant Support



Scheduler Service



Internationalization Service



Object Pools



WorkArea Service



Dynamic Query



Asynchronous Beans (now called WorkManager)



Web Services Gateway Filter Programming Model (with migration support)



Extended JTA Support



DistributedMap



Startup Beans



Application Profiling



ActivitySession Service



Unit Summary •Introduced high-level architecture of WebSphere Application Server V6. •Version 6 supports the J2EE 1.4 specification. •WebSphere profiles allow several server instances to share the same set of product binaries. •WebSphere Application Server V6 provides many new functional enhancements: –Programming model (J2EE, Web Services, SDO, JSF, and Programming Model Extensions) –System Management –Simplified development and deployment –WLM and High Availability –Security
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