






[image: PDFHALL.COM]






Menu





	 maison
	 Ajouter le document
	 Signe
	 Créer un compte







































cognibox® saas agreement

required by applicable law or by proper judicial or governmental authority. ..... will restrict Provider's right to use, profit from, disclose, publish, keep secret,. 

















 Télécharger le PDF 






 198KB taille
 2 téléchargements
 197 vues






 commentaire





 Report
























COGNIBOX® SAAS AGREEMENT



AGREEMENT FOR CLIENT CORPORATIONS Click here



AGREEMENT FOR CONTRACTORS Click here



AGREEMENT FOR E-LEARNING USERS Click here



February 2019



TM



TM



COGNIBOX® SAAS AGREEMENT FOR CLIENT CORPORATIONS PLEASE READ THESE TERMS OF SERVICE CAREFULLY. BY CLICKING “I AGREE”, YOU AGREE TO THESE TERMS. These terms of service constitute an agreement (the “Agreement”) by and between Cognibox inc., a corporation registered with the Québec Business Register (Canada) under number 1170587803 (“Provider”) and the corporation, partnership, sole proprietorship, or other business entity acting as a Client Corporation (as defined hereunder at Article 1.4) executing this Agreement (the “Customer”). This Agreement is effective as of the date Customer clicks “I agree” (the “Effective Date”). Use of Cognibox (as defined hereunder at Article 1.5) by Customer and its performance by Provider, as well as any requests from Customer to a Contractor to access and use Cognibox are governed by this Agreement. EACH PARTY ACKNOWLEDGES THAT IT HAS READ THIS AGREEMENT, UNDERSTANDS IT, AND AGREES TO BE BOUND BY ITS TERMS, AND THAT THE PERSON SIGNING ON ITS BEHALF HAS BEEN AUTHORIZED TO DO SO. THE PERSON EXECUTING THIS AGREEMENT ON CUSTOMER’S BEHALF REPRESENTS THAT HE OR SHE HAS THE AUTHORITY TO BIND CUSTOMER TO THESE TERMS. 1. 



DEFINITIONS The following capitalized terms and expressions shall have the corresponding meanings hereunder when used in this Agreement.



1.1 



“Access Period” means any period of time during which a Customer is authorized to use Cognibox pursuant to an Order.



1.2 



“Authorized Contractor” means a Contractor that has concluded an agreement for accessing Cognibox in accordance with the Cognibox SaaS Agreement for Contractors, as well as employees and representatives of such Contractor.



1.3 



“Authorized Purposes” means, for a Customer, management of Contractors’ compliance and of employees’ training for the internal needs of such Customer in the normal course of its business operations.



1.4 



“Client Corporation” means any corporation, partnership, sole proprietorship or other entity whose business activity is to act as a client Corporation, work provider, contract provider, or other type of corporation using subcontracting.



1.5 



“Cognibox” means the software-as-a-service of Provider consisting of an integrated subcontracting management system marketed under the licensed trademark “COGNIBOX” registered by Provider’s affiliate SERVICE D’INTERVENTION SUR MESURE INC., as a means for a Client Corporation to manage the compliance of Authorized Contractors and training of employees and whose main features are summarized on the Site.



1.6 



“Contractor” means the corporation, partnership, sole proprietorship or other entity having as a commercial activity to act as a subcontractor for a Client Corporation.
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1.7 



“Customer Data” means Customer-specific data in electronic form input or collected through the System by (i) Customer or Users subordinated to Customer when using Cognibox in accordance with the Agreement or (ii) training companies registered with Provider, and directly related to the Customer’s account in Cognibox.



1.8 



“Deliverables” means any software or other deliverable created pursuant to Professional Services.



1.9 



“Documentation” means all current documents of Provider, including any manual, tutorial and questionnaire, provided online or in any material form, for the benefit of Users pertaining to Cognibox and its use.



1.10 



“Order” means a purchase order (i) sent to Provider by Customer using the online processing system of Provider for purchase orders and (ii) accepted by Provider so as to allow Customer, its employees or representatives to access and use Cognibox, whether for the Initial Term or any Term of Renewal.



1.11 



“Personal Data Protection Policy” means the Provider’s personal information protection policy currently published at the URL www.cognibox.com/en/privacy-policy.



1.12 



“Professional Services” means Provider’s services as stated in a Statement of Work.



1.13 



“Service Level Agreement” means the Provider’s standard service level agreement detailed in Schedule C.



1.14 



“Site” means the Provider’s website accessible from the URL www.cognibox.com.



1.15 



“Statement of Work” means a completed statement of work according to the form attached hereto as Schedule “A” executed by each party to express its acceptance of such statement of work and to which an Order may refer.



1.16 



“Term” means the Initial term and any Renewal term, as defined in Article 13.



1.17 



“Terms for Authorized Contractors” means such terms of service for accessing and using Cognibox as determined by Provider and applicable to Users other than Customer and any employee or representative of Customer or Provider, which include the Cognibox SaaS Agreement for Contractors and the Provider’s Site Terms of Use.



1.18 



“User” means any individual or any corporation, partnership, sole proprietorship or other entity who use Cognibox as a Client Corporation or Contractor, or on behalf of a Client Corporation or Contractor, through account(s), name(s) or password(s) of a Client Corporation or Contractor, whether authorized or not. Moreover, the term “include” and “including” in this Agreement respectively mean “include without limitation” and “including without limitation”.



2. 



COGNIBOX



2.1 



Use of Cognibox. During the Term, subject to payment without delay of the Subscription Fees (as defined in Article 4.1), Customer may access and use Cognibox for the Authorized Purposes during an Access Period in accordance with: (a) the terms of any outstanding Order; and (b) Provider’s policies related to Cognibox posted on its Site, as such policies may be updated by Provider from time to time.



2.2 



Service Levels. Provider shall provide the remedies listed in the Service Level Agreement for any failure of Cognibox listed in the Service Level Agreement. Such remedies are Customer’s sole remedies for any failure of Cognibox, and Customer recognizes and agrees that if the Service Level Agreement does not list a remedy for a given failure, [ A-2 ]



it has no remedy. Credits issued pursuant to the Service Level Agreement, as the case may be, apply to outstanding or future invoices only and are forfeit upon the termination of this Agreement. Provider is not required to issue refunds or to make payments against such credits under any circumstances, including without limitation after termination of this Agreement. 2.3 



Documentation. Customer may reproduce and use the Documentation solely as necessary to support access to and use of Cognibox by Customer and Users subordinated to Customer.



2.4 



Cognibox Revisions. Provider may revise Cognibox features and functions or the Service Level Agreement at any time, including without limitation by removing such features and functions or reducing service levels. If any such revision to Cognibox materially reduces features or functionality provided pursuant to an outstanding Order, that revision shall not go into effect with respect to such Order until the start of the Term beginning forty-five (45) days or more after Provider posts the revision and so informs Customer.



2.5 



Authorized Contractors. Subject to the provisions below of this Article 2.5, Customer may authorize a Contractor to access and use Cognibox in such numbers and according to such restrictions as are set forth in the Order applicable to Customer. If applicable, Customer shall: (a) provide to Provider, in a structured data format acceptable to Provider, complete name and contact information (including a current email address) for each proposed Contractor in respect of which Customer wishes to grant such access, and update such information as soon as Customer become aware of a change to such information; and (b) require that each Contractor be bound towards Provider by the Terms for Authorized Contractors. Customer shall make no representations or warranties regarding Cognibox, to Contractors or Users or any other third party, from or on behalf of Provider, and Customer shall not create or purport to create any obligations or liabilities for Provider. Provider may reject any proposed Contractor for any reason that does not violate applicable law, in its sole discretion. Provider may, in its sole discretion, dismiss any request or authorization from Customer for a Contractor to become an Authorized Contractor.



3. 



PROFESSIONAL SERVICES



3.1 



Provision of Professional Services. Provider will provide the Professional Services, and Customer will provide any assistance and cooperation necessary or convenient to facilitate the Professional Services, or called for in a Statement of Work.



3.2 



Deliverables 3.2.1 



Acceptance and Rejection. Deliverables will be considered accepted (a) when Customer provides Provider a written notice of acceptance or (b) ten (10) days after delivery, if Customer has not first provided Provider with a written notice of rejection (“Acceptance”). Customer may reject a Deliverable only in the event that it materially deviates from its specifications and requirements listed in the applicable Statement of Work and only via written notice setting forth the nature of such deviation. In the event of such rejection, Provider will correct the deviation and redeliver the Deliverable within ten (10) days. After redelivery pursuant to the previous sentence, the parties will again follow the acceptance procedures set forth in this Article 3.2.1. This Article 3.2.1, in conjunction with Customer’s right to terminate for material breach where applicable, sets forth Customer’s only remedy and Provider’s only liability for failure of Deliverables. [ A-3 ]



3.2.2 



Incorporation of Deliverables. Upon Acceptance, each Deliverable will constitute an element of Cognibox, and will thereafter be subject to this Agreement’s terms. Provider retains ownership of all Deliverables, and Customer receives no right, title, or interest in or to Deliverables, except as specifically set forth in this Agreement.



4. 



COGNIBOX FEES



4.1 



Subscription Fee. Customer will pay Provider the fee set forth in each Order (the “Subscription Fee”) for each Access Period, In accordance with the tariff schedule then in force, which tariff schedule currently applicable is attached as Schedule B of the contract. Provider is not required to reimburse the Subscription Fee in any circumstances. During any Access Period, the Service Provider may increase Access Fee up to the equivalent of three per cent (3%) over a period of one (1) year.



4.2 



Professional Service Fees. Customer will pay Provider the fee set forth in each Statement of Work (“Professional Service Fees”) and reimburse the expenses that Provider reasonably incurs in performing the Professional Services. Amounts listed in Statements of Work are estimates of Professional Services fees within thirty (30) days of any invoice issued by Provider for this purpose. The fees indicated a Statement of Work are estimates of Professional Services Fees and should not be considered as fixed prices, except to the extent that the Statement of Work specifically provides to the contrary. Provider will not be required to refund Professional Service Fees under any circumstances.



4.3 



Taxes. The Customer shall be liable to pay all applicable taxes on payments between the parties under the Agreement. The prices displayed on the Site, in the tariff schedule or in any proposal of Provider do not include the applicable taxes, which are payable in addition.



5. 



CUSTOMER DATA



5.1 



Ownership of Customer Data. The Customer Data shall in no case be owned by Provider and shall, at all times, remain the property of Customer or of any other person to whom such Customer Data belongs, as the case may be.



5.2 



Use of Customer Data. Unless it receives Customer’s prior written consent from Customer, Provider: (a) shall not access, process, or otherwise use Customer Data other than as necessary to allow or facilitate use of Cognibox by such Customer; and (b) shall not intentionally grant to any third-party access to Customer Data, including Provider’s other Customers, except Contractors that are subject to a reasonable nondisclosure agreement. Notwithstanding the foregoing, Provider may disclose Customer Data as required by applicable law or by proper judicial or governmental authority. Provider shall give Customer notice of any such judicial or governmental demand within a reasonable delay and to reasonably cooperate with Customer, and at Customer’s expense, in any effort to seek a protective order or otherwise to contest such required disclosure.



5.3 



Personal Data Protection Policy. The Personal Data Protection Policy applies only to Cognibox and does not apply to any third-party website or service linked to Cognibox or recommended or referred to through Cognibox or by Provider’s staff or a User.



5.4 



Risk of exposure. Customer acknowledges and agrees that online data hosting involves inherent risks of unauthorized access, disclosure or exposure and that, by accessing and using Cognibox, Customer assumes these risks. The Provider makes no representation [ A-4 ]



or warranty that the Customer Data will not be unintentionally accessible, exposed or communicated by errors or actions of third parties. 5.5 



Data Accuracy. Provider shall have no responsibility or liability for the accuracy of data uploaded to Cognibox by Customer for or during its use of Cognibox, including Customer Data and any other data uploaded by Users.



5.6 



Data Deletion. Provider may permanently erase Customer Data if Customer’s account is used in violation of the Agreement, inactive, suspended, or closed for ninety (90) consecutive days or more without restoration. Customer acknowledges that Customer Data cannot be recovered once it has been permanently deleted. Provider has the right, but not the obligation, to copy and store the Customer Data for backup purposes.



6. 



PERSONAL DATA PROTECTION AND PROCESSING



6.1 



Definitions. The following capitalized terms and expressions shall have the corresponding meanings hereunder when used in this Article 6: 6.1.1 



“Breach” means a breach of security leading to the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, Personal Data transmitted, stored or otherwise processed;



6.1.2 



“Controller” means the natural or legal person, public authority, agency or other body which, alone or jointly with others, determines the purposes and means of the Processing of Personal Data;



6.1.3 



“GDPR” means the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the Processing of Personal Data and on the free movement of such data, and repealing Directive 95/46/EC (also known as the General Data Protection Regulation);



6.1.4 



“International Organisation” means an organisation and its subordinate bodies governed by public international law, or any other body which is set up by, or on the basis of, an agreement between two or more countries;



6.1.5 



“Member State” means a State that is a member of the European Union;



6.1.6 



“Personal Data” means any information relating to an identified or identifiable natural person (“Individual”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person;



6.1.7 



“Processing” means any operation or set of operations which is performed on Personal Data or on sets of Personal Data, whether or not by automated means, such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction;



6.1.8 



“Processor” means a natural or legal person, public authority, agency or other body which processes Personal Data on behalf of the Controller;



6.1.9 



“Pseudonymisation” means the Processing of Personal Data in such a manner that the Personal Data can no longer be attributed to a specific Individual without [ A-5 ]



the use of additional information, provided that such additional information is kept separately and is subject to technical and organisational measures to ensure that the Personal Data are not attributed to an identified or identifiable natural person;



6.2 



6.1.10 



“Representative” means a natural or legal person established in the Union who, designated by the Controller or Processor in writing pursuant to Article 27 of the GDPR, represents the Controller or Processor with regard to their respective obligations under this Regulation;



6.1.11 



“Supervisory Authority” means an independent public authority which is established by a Member State pursuant to Article 51 of the GDPR.



Mutual Acknowledgments and Agreements. The parties acknowledge and agree as set out in this Article 6.2 in respect to each of the following: 6.2.1 



Provider as Processor. Provider processes Personal Data on behalf of Customer, which acts as a Controller by determining, alone or jointly with others, the purposes and means of the Processing of such Personal Data.



6.2.2 



Contract Governing the Carrying-out of Processing. The carrying-out of Processing by Provider is governed by this Agreement which sets out the subjectmatter and duration of the Processing, the nature and purpose of the Processing, the type of Personal Data and categories of Individuals and the obligations and rights of Customer as Controller, and include certain specific terms designed to ensure that Processing carried out by Provider as a Processor meets all the requirements of the GDPR when applicable.



6.2.3 



Governing law. This Article 6 is governed by and made under the laws and regulations of the European Union (the “Union”).



6.2.4 



Conflict of Terms. If there is any inconsistency between this Article and the other terms of this Agreement, the terms of this Article will prevail. The parties shall take all necessary steps to conform the inconsistent terms to the terms of this Article .



6.2.5 



Duration. The duration of the Processing by Provider on behalf of Customer shall be for the duration of the Customer’s right to use Cognibox and until all Personal Data for which Customer is the sole Controller is deleted or returned in accordance with Customer’s instructions or the terms of the Agreement.



6.2.6 



Nature and Purpose. The nature and purpose of the Processing shall be to provide Cognibox to Customer pursuant to the Agreement.



6.2.7 



Type of Personal Data. The types of Personal Data processed by Cognibox include those relating to: • • • • • • • • 



Name (first and last name(s)); Coordinates (e-mail address, telephone number, country of residence) Photo (portrait); Date of birth; Language preferences; Employers; Professional qualifications; and Health and safety training. [ A-6 ]



6.2.8 



6.3 



6.4 



Categories of Individuals. Processing of Personal Data by Provider on behalf of Customer is for the following categories of Individuals: Customer’s contractors and providers of services, as well as employees, contractors and providers of services of Customer’s contractors and providers of services, and Customer’s clients and employees.



Obligations and Responsibilities of Customer 6.3.1 



Compliance with Data Protection Laws and Regulations. Customer shall, in its use of Cognibox, process Personal Data, and provide instructions for the Processing of Personal Data, in accordance with the requirements of all Personal Data protection laws and regulations.



6.3.2 



Accuracy, Quality, Legality and Means. Customer has sole responsibility for the accuracy, quality, and legality of Personal Data and the means by which Customer acquired Personal Data.



6.3.3 



Independent Determination. Customer is solely responsible for making an independent determination as to whether the technical and organizational measures for Cognibox meets Customer’s requirements (including any security obligations under the GDPR or other applicable data protection laws and regulations, as the case may be).



6.3.4 



Security Practices and Policies. Customer acknowledges and agrees that, taking into account the state of the art, the costs of implementation, and the nature, scope, context and purposes of the Processing of its Personal Data as well as the risks to Individuals, the security practices and policies implemented and maintained by Provider provide a level of security appropriate to the risk with respect to Personal Data for which Customer is the Controller.



6.3.5 



Privacy Protections and Security Measures. Customer is responsible for implementing and maintaining privacy protections and security measures for components that Customer provides or controls if any.



6.3.6 



Indemnification for Violation of Individual’s Rights. If an Individual brings a claim directly against Provider for a violation of his Individual’s rights, Customer will indemnify Provider for any injury caused to Provider by such a claim, to the extent that Provider has notified Customer about the claim and given Customer the opportunity to cooperate with Provider in the defense and settlement of the claim.



Obligations and Responsibilities of Provider 6.4.1 



Documented Instructions. Provider will process the Personal Data only on documented instructions from Customer, including with regard to transfers of Personal Data to a third country or an International Organisation, unless required to do so by a law to which Provider is subject; in such a case, Provider shall inform Customer of that legal requirement before Processing, unless that law prohibits such information on important grounds of public interest.



6.4.2 



Confidentiality. Provider will ensure that persons authorised to process the Personal Data have committed themselves to confidentiality or are under an appropriate statutory obligation of confidentiality.



6.4.3 



Security. Taking into account the state of the art, the costs of implementation and the nature, scope, context and purposes of Processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural persons, [ A-7 ]



Provider will implement appropriate technical and organizational measures to ensure a level of security appropriate to the risk, including inter alia as appropriate: • the Pseudonymisation and encryption of Personal Data; • the ability to ensure the ongoing confidentiality, integrity, availability and resilience of Processing systems and services; • the ability to restore the availability and access to Personal Data in a timely manner in the event of a physical or technical incident; • a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of the Processing; and • steps to ensure that any natural person acting under the authority of Provider who has access to Personal Data does not process them except on instructions from Customer, unless he or she is required to do so by law. 6.4.4 



Engaging Another Processor. This paragraph 6.4.4 constitutes a general prior written authorization from Customer allowing Provider to recruit any other Processor. Provider will respect the following conditions for engaging another Processor, namely that: • Provider will inform Customer of any intended changes concerning the addition or replacement of other Processors; and • where Provider engages another Processor for carrying out specific Processing activities on behalf of Customer, the same data protection obligations as set out in this Article between Customer and Provider will be imposed on that other Processor, in particular providing sufficient guarantees to implement appropriate technical and organisational measures in such a manner that the Processing will meet the requirements of the laws and regulations to such Processing.



6.4.5 



Requests for Exercising Individual’s Rights. Taking into account the nature of the Processing, Provider will assist Customer by appropriate technical and organisational measures, insofar as this is possible, for the fulfilment of the Customer’s obligation to respond to requests for exercising the rights granted to Individuals by applicable laws, which may include: • Transparent information, communication and modalities for the exercise of the rights of the Individual; • Information to be provided where Personal Data are collected from the Individual; • Information to be provided where Personal Data have not been obtained from the Individual; • Access by the Individual; • Rectification; • Erasure (‘right to be forgotten’); • Restriction of Processing; • Notification obligation regarding rectification or erasure of Personal Data or restriction of Processing; • Data portability; • Right to object; and • Right not to be subject to a decision based solely on automated Processing. [ A-8 ]



Provider will make available to Customer (in a manner consistent with the functionality of Cognibox and Provider’s role as a Processor) Personal Data of Individuals and the ability to fulfill Individual requests to exercise their rights. If Provider receives a request from Customer’s Individual to exercise one or more of its rights in connection with Cognibox, Provider will redirect the Individual to make its request directly to Customer. Customer will be responsible for responding to any such request including, where necessary, by using the functionality of Cognibox. 6.4.6 



Assistance of Customer. Taking into account the nature of Processing and the information available, Provider will assist Customer in ensuring compliance with the Customer’s obligations as Controller pursuant to applicable laws and regulations, which may pertain to: • • • • • 



6.4.7 



Security of Processing; Notification of a Breach to a Supervisory Authority; Communication of a Breach to the Individual; Data protection impact assessment; and Consultation with a Supervisory Authority prior to Processing where a data protection impact assessment indicates that the Processing would result in a high risk in the absence of measures taken by the Controller to mitigate the risk.



Personal Data Breach. Provider will notify Customer without undue delay after becoming aware of a Breach. Such notification will at least: • describe the nature of the Breach including where possible, the categories and approximate number of Individuals concerned and the categories and approximate number of Personal Data records concerned; • communicate the name and contact details of the data protection officer or other contact point where more information can be obtained; • describe the likely consequences of the Breach; and • describe the measures taken or proposed to be taken by the Controller to address the Breach, including, where appropriate, measures to mitigate its possible adverse effects. Where, and in so far as, it is not possible to provide the information at the same time, the information may be provided in phases without undue further delay.



6.5 



6.4.8 



Deletion or Return all Personal Data. Provider will, at the choice of Customer, delete or return all the Personal Data to Customer after the end of the provision of services relating to Processing, and delete existing copies unless applicable laws or regulations requires storage of the Personal Data;



6.4.9 



Information to Demonstrate Compliance. Provider will make available to Customer all information necessary to demonstrate compliance with the obligations stemming from the GDPR and applicable to Provider as a Processor under this Article 6.4 [Obligations and Responsibilities of Provider] and allow for and contribute to audits, including inspections, conducted by Customer or another auditor mandated by Customer.



Personal Data Protection Policy. The Personal Data Protection Policy applies only to Cognibox and does not apply to any third-party website or service linked to Cognibox or recommended or referred to through Cognibox or by Provider’s staff or a User. [ A-9 ]



6.6 



Aggregate and Anonymized Data. Notwithstanding the provisions of Articles 5 [Customer Data] and 6 [Personal Data Protection and Processing], Provider may use, reproduce, sell, publicize, or otherwise exploit Aggregate Data in any way, in its sole discretion. (“Aggregate Data” refers to Customer Data with the following removed: personally identifiable information and the names and addresses of Customer and any of its Users.)



7. 



CUSTOMER’S RESPONSIBILITIES AND RESTRICTIONS



7.1 



Acceptable Use. Customer shall not: 7.1.1 



use Cognibox for service bureau or time-sharing purposes or in any other way allow third parties to access or use Cognibox, except Authorized Contractors and in accordance with this Agreement;



7.1.2 



provide Cognibox passwords or other login information to any third party, except to Authorized Contractors;



7.1.3 



modify, adapt, translate, assign, lease or lend Cognibox or any part of Cognibox;



7.1.4 



share non-public Cognibox features or content with any third party;



7.1.5 



mortgage, licence or pledge its right to access and use Cognibox; or



7.1.6 



access Cognibox in order to build a competitive product or service, to build a product using similar ideas, features, functions or graphics of Cognibox, or to copy any ideas, features, functions or graphics of Cognibox.



7.2 



Suspension for violation. In the event that it suspects any breach of the requirements of Article 7.1, including by Customer or a User who represents Customer or Customer’s employee, Provider may suspend Customer’s access to Cognibox without prior notice, in addition to such other remedies as Provider may have. This Agreement does not require that Provider take any action against Customer or any User or other third party for violating Article 7.1 or any other provision of the Agreement, but Provider is free to take any such action it sees fit.



7.3 



Unauthorized Access. Customer shall take reasonable steps to prevent unauthorized access to Cognibox by third parties, including by protecting its passwords and other login information. Customer shall notify Provider immediately of any known or suspected unauthorized use of Cognibox or breach of its security likely to cause unauthorized use of Cognibox, and shall use best efforts to stop said breach.



7.4 



Compliance with Laws. In its use of Cognibox, Customer shall comply with all applicable laws.



7.5 



Control of access to and use of Cognibox. Customer is responsible and liable for: (a) use of Cognibox by Users who are representatives or employees of Customer, including unauthorized User conduct or behaviour contrary to the Agreement; and (b) any use of Cognibox through Customer’s account, whether authorized or unauthorized.



7.6 



Non-Solicitation. During the term of the Agreement and for a period of twenty-four (24) months thereafter, neither Party may, without the prior written consent of the other Party, directly or indirectly solicit, recruit, prompt or seek to influence any employee of the other Party for employment or otherwise hire him as an independent contractor, a consultant or otherwise. This restriction does not, however, prevent a Party from making general solicitations through recruitment service providers or announcements of positions to be filled or in the media in connection with a position to be filled in its organization. If the Client or the Service Provider, at any time during the period in which this Article is in effect, hires an employee of the other Party in violation of this Article, the hiring Party shall pay to the other Party, as a penalty, an amount equivalent to one hundred per cent (100%) [ A-10 ]



of the most recent annual gross remuneration paid to that individual as an employee of the other Party. This Article shall not preclude a Party from availing itself of any other remedy or other right under the law or the Agreement to claim damages or injunctive relief. 8. 



INTELLECTUAL PROPERTY AND FEEDBACK



8.1 



Intellectual Property Rights in Cognibox. Provider retains all right, title, and interest in and to Cognibox, including all software used to provide Cognibox and all graphics, user interfaces, logos, and trademarks of Provider displayed through Cognibox. This Agreement does not grant Customer any intellectual property licence or rights in or to Cognibox or any of its components. Customer recognizes that Cognibox and its components are protected by copyright and other laws.



8.2 



Feedback. Provider has not agreed to and does not agree to treat as confidential any Feedback (as defined below) that Customer, Contractors, or other Users provide to Provider, and nothing in this Agreement or in the parties’ dealings arising out of or related to this Agreement will restrict Provider’s right to use, profit from, disclose, publish, keep secret, or otherwise exploit Feedback, without compensating or crediting Customer or Provider or other User in question. (“Feedback” refers to any suggestion or idea for improving or otherwise modifying any of Provider’s products or services.)



9. 



CONFIDENTIAL INFORMATION



9.1 



“Confidential Information” refers to the following items Provider discloses to Customer: (a) any document Provider marks “Confidential”; (b) any information Provider orally designates as “Confidential” at the time of disclosure, provided Provider confirms such designation in writing within fifteen (15) business days; (c) the Documentation, whether or not marked or designated confidential; and (d) any other non-public, sensitive information disclosed by Provider, whether or not designated confidential. Notwithstanding the foregoing, Confidential Information does not include information that: (i) is in Customer’s possession at the time of disclosure; (ii) is independently developed by Customer without use of or reference to Confidential Information; (iii) becomes known publicly, before or after disclosure, other than as a result of Customer’s improper action or inaction; or (iv) is approved for release in writing by Customer.



9.2 



Nondisclosure. Customer shall not use Confidential Information for any purpose other than the Authorized Purposes. Customer: (a) shall not disclose Confidential Information to any employee or representative of Customer unless such person (i) needs access in order to facilitate the Purpose and (ii) executes a nondisclosure agreement with Customer with terms no less restrictive than those of this Article 9; and (b) shall not disclose Confidential Information to any other third party without Provider’s prior written consent. Without limiting the generality of the foregoing, Customer shall protect Confidential Information with the same degree of care it uses to protect its own confidential information of similar nature and importance, but with no less than reasonable care. Customer shall promptly notify Provider of any misuse or misappropriation of Confidential Information that comes to Customer’s attention. Notwithstanding the foregoing, Customer may disclose Confidential Information as required by applicable law or by proper judicial or governmental authority. Customer shall give Provider prompt notice of any such judicial or governmental demand and reasonably cooperate with Provider in any effort to seek a protective order or otherwise to contest such required disclosure, at Provider’s expense.



9.3 



Injunction. Customer agrees that breach of this Article 9 would cause Provider irreparable injury, for which monetary damages would not provide adequate compensation, and that [ A-11 ]



in addition to any other remedy, Provider will be entitled to injunctive relief against such breach or threatened breach, without proving actual damage or posting a bond or other security. 9.4 



Termination and Return. Upon the termination of this Agreement, Customer shall return all copies of Confidential Information to Provider or certify, in writing, the destruction thereof.



9.5 



Retention of Rights. This Agreement does not transfer ownership of Confidential Information or grant a licence thereto. Provider will retain all right, title, and interest in and to all Confidential Information.



10. 



REPRESENTATIONS AND WARRANTIES



10.1 



From Customer. Customer represents and warrants that: (a) it has the full right and authority to enter into, execute, and perform its obligations under this Agreement and that no pending or threatened claim or litigation known to it would have a material adverse impact on its ability to perform as required by this Agreement; (b) it has accurately identified itself and it has not provided any inaccurate information about itself to or through Cognibox; and (c) it is a corporation, the sole proprietorship of an individual 18 years or older, or another entity authorized to do business pursuant to applicable law.



10.2 



Warranty Exclusions. Customer accepts Cognibox “as is” and “as available”, with no representation or warranty of any kind, express or implied, including without limitation implied warranties of merchantability or fitness for a particular purpose, or any implied warranty arising from statute, course of dealing, course of performance, or usage of trade. Without limiting the generality of the foregoing: (a) Provider has no obligation to indemnify or defend Customer or Users against claims related to infringement of intellectual property; (b) Provider does not represent or warrant that Cognibox will perform without interruption or error; and (c) Customer does not represent or warrant that Cognibox is secure from hacking or other unauthorized intrusion or that Customer Data will remain private or secure.



11. 



INDEMNIFICATION Customer shall defend, indemnify, and hold harmless Provider and the Provider Associates (as defined below) against any “Indemnified Claim” meaning any third party claim, suit, or proceeding arising out of or related to Customer’s alleged or actual use of, misuse of, or failure to use Cognibox or the hosting environment and infrastructure for Cognibox, including: (a) claims by Users or by Customer’s employees, as well as by the Customer’s own clients; (b) claims related to unauthorized disclosure or exposure of personally identifiable information or other private information, including Customer Data; (c) claims related to infringement or violation of a copyright, trademark, trade secret, or privacy or confidentiality right by written material, images, logos or other content uploaded to Cognibox through Customer’s account, including by Customer Data; and (d) claims that use of Cognibox through Customer’s account, including by Contractors or other Users, harasses, defames, or defrauds a third party or violates the Canadian anti-spam legislation, the CAN-Spam Act of 2003 or any other law or restriction on electronic advertising. Indemnified Claims include claims arising out of or related to Provider’s negligence. Customer’s obligations set forth in this Article 11 include retention and payment of attorneys and payment of court costs, as well as settlement at Customer’s expense and payment of judgments. Provider will have the right, not to be exercised unreasonably, to reject any settlement or compromise [ A-12 ]



that requires that it admit wrongdoing or liability or subjects it to any ongoing affirmative obligations. (The “Provider Associates” are Provider’s officers, directors, shareholders, parents, subsidiaries, agents, successors, and assigns.) 12. 



LIMITATION OF LIABILITY



12.1 



Limitation of Liability. No party shall be liable for damages resulting from a breach of contract which the party in default could not reasonably foresee at the conclusion of the Agreement. In no event will Provider be liable to Customer for any compensation resulting from the expiration or termination of the Agreement in accordance with Article 13 (Term and Termination).



12.2 



No liability to Customer’s Clients. This Agreement does not create any liability of Provider towards clients or subcontractors of Customer.



12.3 



Maximum amount. In no event shall the aggregate or cumulative liability of Provider arising out of or in connection with the Agreement exceed the sum of all amounts actually paid by the Client during the six-month period immediately preceding the first event giving rise to liability. The existence of more than one claim will not increase or extend this limit.



12.4 



Exclusion of Consequential Damages. In no event will Provider be liable to Customer for any consequential, indirect, special, incidental, or punitive damages arising out of or related to this Agreement.



12.5 



Clarifications and Disclaimers. The liabilities limited by this Article 12 apply: (a) to liability for negligence; (b) regardless of the form of action, whether in contract, tort, strict product liability, or otherwise; (c) even if Provider is advised in advance of the possibility of the damages in question and even if such damages were foreseeable; and (d) even if Customer’s remedies fail of their essential purpose. If applicable law limits the application of the provisions of this Article 12, Provider’s liability will be limited to the maximum extent permissible. For the avoidance of doubt, Provider’s liability limits and other rights set forth in this Article 12 apply likewise to Provider’s affiliates, licensors, suppliers, advertisers, agents, sponsors, directors, officers, employees, consultants, and other representatives.



12.6 



Allocation of Risks. The parties acknowledge that the prices set for Cognibox reflect the allocation of risks among themselves and therefore Provider would not have entered into this Agreement without limitations on its liability and the warranty exclusions contained in this Agreement.



13. 



TERM AND TERMINATION



13.1 



Initial Term. This Agreement shall enter into force from the Effective Date for the initial term specified in the Order (the “Initial Term”).



13.2 



Renewal Term. After the Initial Term, this Agreement will automatically be renewed for successive periods of one (1) additional year (the “Renewal Terms”), except in the event of a termination by a party upon notice to the other party at least ninety (90) days prior to the end of a Term. During a Term, the Customer waives any unilateral right to terminate the Agreement for such Term. (“Term” means the Initial Term and any Term of Renewal.)



13.3 



Effects of Termination. Upon the termination of this Agreement: 13.3.1 



Customer shall cease all use of Cognibox and delete, destroy, or return to Provider all copies of the Documentation in its possession or control;
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13.3.2 



Provider is not required to repay the advances it may have received in excess of what it has earned for that part of a Term which has not yet expired at the time of termination; and



13.3.3 



the following provisions will survive termination or expiration of this Agreement: any obligation of Customer to pay fees incurred before the termination; (b) Article 8 (Intellectual Property and Feedback), 9 (Confidential Information), 10.1 (Warranty from Customers), 10.2 (Warranty Exclusions), 11 (Indemnification), and 12 (Limitation of Liability); and (c) any other provision of this Agreement that must survive to fulfill its essential purpose.



14. 



MISCELLANEOUS



14.1 



Independent Parties. The parties are independent one from the other and will so represent themselves in all regards. Neither party is the agent of the other, and neither may make commitments on the other’s behalf. The parties agree that no Provider employee or consultant will become an employee of the Client as a result of the performance of the Agreement.



14.2 



Notices. Provider may send notices pursuant to this Agreement to Customer’s email contact points provided by Customer, and such notices will be deemed received 24 hours after they are sent. Customer may send notices pursuant to this Agreement to the email address [email protected], and such notices will be deemed received 72 hours after they are sent.



14.3 



Superior Force. No delay, failure, or default, other than a failure to pay fees when due, will constitute a breach of this Agreement to the extent caused by a “Superior Force”, defined as an unforeseeable and irresistible event, including external causes with the same characteristics.



14.4 



Assignment and Successors. Customer may not assign this Agreement or any of its rights or obligations hereunder without Provider’s express written consent. Except to the extent forbidden in this Article 14.4, this Agreement will be binding upon and inure to the benefit of the parties’ respective successors and assigns.



14.5 



Severability. To the extent permitted by applicable law, the parties hereby waive any provision of law that would render any clause of this Agreement invalid or otherwise unenforceable in any respect. In the event that a provision of this Agreement is held to be invalid or otherwise unenforceable, such provision will be interpreted to fulfill its intended purpose to the maximum extent permitted by applicable law, and the remaining provisions of this Agreement will continue in full force and effect.



14.6 



No Waiver. Neither party will be deemed to have waived any of its rights under this Agreement by the lapse of time or by any statement or representation other than by an authorized representative in an explicit written waiver. No waiver of a breach of this Agreement will constitute a waiver of any other breach of this Agreement.



14.7 



Choice of Law and Jurisdiction. This Agreement will be governed solely by the internal laws of the Canadian province of Quebec, without reference to: (a) any conflicts of law principle that would apply the substantive laws of another jurisdiction to the parties’ rights or duties; (b) the 1980 United Nations Convention on Contracts for the International Sale of Goods; or (c) other international laws. The parties consent to the personal and exclusive jurisdiction of the federal and provincial courts of the judicial district of Shawinigan, in the Canadian province of Quebec. [ A-14 ]



14.8 



Construction. This Agreement will not be construed in favour of or against either party by reason of having acted or not as stipulator.



14.9 



Precedence. In the event of a conflict between the documents mentioned in the Agreement and insofar as the conflict is not expressly resolved in these documents, the prevailing terms are those of the documents in the following descending order of priority: 14.9.1 



The main text of the Agreement;



14.9.2 



Schedule C (the Service Level Agreement);



14.9.3 



Any applicable Order, from the most recent to the least recent;



14.9.4 



Any Statement of Work resulting from Schedule A;



14.9.5 



Any other document incorporated into the Agreement by reference.



14.10 Entire Agreement. This Agreement sets forth the entire agreement of the parties and supersedes all prior or contemporaneous writings, negotiations, and discussions with respect to its subject matter. Neither party has relied upon any such prior or contemporaneous communications. 14.11 



Amendment. Provider may amend this Agreement from time to time by posting an amended version on its Site and sending Customer written notice thereof. Such amendment will be deemed accepted and become effective thirty (30) days after such notice (the “Proposed Amendment Date”) unless Customer first gives Provider written notice of rejection of the amendment. In the event of such rejection, this Agreement will continue under its original provisions, and the amendment will become effective at the start of Customer’s next Renewal Term following the Proposed Amendment Date (unless Customer first terminates this Agreement pursuant to Article 13 (Term and Termination)). Customer’s continued use of Cognibox following the effective date of an amendment will confirm Customer’s consent thereto. This Agreement may not be amended in any other way except through a written agreement by authorized representatives of each party. Notwithstanding the foregoing provisions of this Article 14.11, Provider may revise the Personal Data Protection Policy at any time by posting a new version on the Site, and such new version will become effective on the date it is posted.



14.12 Matrix Manager. The use of the AT Module Matrix Manager is the sole responsibility of the Customer. Changes made in draft mode to an existing matrix will have to be approved by the Cognibox project manager. Approval of this new matrix will be under the sole responsibility of the Cognibox team and will be carried out at the moment it deems appropriate. The provider disclaims any responsibility for the effects of such changes in the accesses granted or denied at the Customer’s site or on the level of compliance of the subcontractor’s employees as a result of these changes.
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COGNIBOX® SAAS AGREEMENT FOR CONTRACTORS PLEASE READ THESE TERMS OF SERVICE CAREFULLY. BY CLICKING “I AGREE”, YOU AGREE TO THESE TERMS. These terms of service constitute an agreement (the “Agreement”) by and between Cognibox inc., a corporation registered with the Québec Business Register (Canada) under number 1170587803 (“Provider”) and the corporation, partnership, sole proprietorship, or other business entity acting as a Contractor (as defined hereunder at Article 1.6) executing this Agreement (the “Customer”). This Agreement is effective as of the date Customer clicks “I agree” (the “Effective Date”). Use of Cognibox (as defined hereunder at Article 1.5) by Customer and its performance by Provider, as well as any requests from Customer to a Contractor to access and use Cognibox are governed by this Agreement. EACH PARTY ACKNOWLEDGES THAT IT HAS READ THIS AGREEMENT, UNDERSTANDS IT, AND AGREES TO BE BOUND BY ITS TERMS, AND THAT THE PERSON SIGNING ON ITS BEHALF HAS BEEN AUTHORIZED TO DO SO. THE PERSON EXECUTING THIS AGREEMENT ON CUSTOMER’S BEHALF REPRESENTS THAT HE OR SHE HAS THE AUTHORITY TO BIND CUSTOMER TO THESE TERMS. 1. 



DEFINITIONS The following capitalized terms and expressions shall have the corresponding meanings hereunder when used in this Agreement.



1.1 



“Access Period” means any period of time during which a Customer is authorized to use Cognibox pursuant to an Order.



1.2 



“Authorized Contractor” means a Contractor that has concluded an agreement for accessing Cognibox in accordance with the Cognibox SaaS Agreement for Contractors, as well as employees and representatives of such Contractor.



1.3 



“Authorized Purposes” means, for a Customer, its pre-selection and qualification with Client Corporations according to the criteria listed by the Provider and the questionnaires that the Provider makes available to the Customer, its management of personnel training files and work planning, for the internal needs of the Customer in the normal course of its business activities, and the evaluation of its performance according to the Client Corporations with whom they do business.



1.4 



“Client Corporation” means any corporation, partnership, sole proprietorship or other entity whose business activity is to act as a Client Corporation, work provider, contract provider, or other type of corporation using subcontracting.



1.5 



“Cognibox” means the software-as-a-service of Provider consisting of an integrated subcontracting management system marketed under the licensed trademark “COGNIBOX” registered by Provider’s affiliate SERVICE D’INTERVENTION SUR MESURE INC., as a means for a Client Corporation to manage the compliance of Authorized Contractors and training of employees and whose main features are summarized on the Site.
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1.6 



“Contractor” means the corporation, partnership, sole proprietorship or other entity having as a commercial activity to act as a subcontractor for a ClientCorporation.



1.7 



“Customer Data” means Customer-specific data in electronic form input or collected through the System by (i) Customer or Users subordinated to Customer when using Cognibox in accordance with the Agreement or (ii) training companies registered with Provider, and directly related to the Customer’s account in Cognibox.



1.8 



“Documentation” means all current documents of Provider, including any manual, tutorial and questionnaire, provided online or in any material form, for the benefit of Users pertaining to Cognibox and its use.



1.9 



“Order” means a purchase order (i) sent to Provider by Customer using the online processing system of Provider for purchase orders and (ii) accepted by Provider so as to allow Customer, its employees or representatives to access and use Cognibox, whether for the Initial Term or any Term of Renewal.



1.10 



“Personal Data Protection Policy” means the Provider’s personal information protection policy currently published at the URL www.cognibox.com/en/privacy-policy.



1.11 



“Site” means the Provider’s website accessible from the URL www.cognibox.com.



1.12 



“Term” means the Initial term and any Renewal term, as defined in Article 12.



1.13 



“Terms for Authorized Contractors” means such terms of service for accessing and using Cognibox as determined by Provider and applicable to Users other than Customer and any employee or representative of Customer or Provider, or any authorized employee or representative of a Client Corporation or of the Provider.



1.14 



“User” means any individual or any corporation, partnership, sole proprietorship or other entity who use Cognibox as a Client Corporation or Contractor, or on behalf of a Client Corporation or Contractor, through account(s), name(s) or password(s) of a Client Corporation or Contractor, whether authorized or not. Moreover, the term “include” and “including” in this Agreement respectively mean “include without limitation” and “including without limitation”.



2. 



COGNIBOX



2.1 



Use of Cognibox. During the Term, subject to payment without delay of the Subscription Fees (as defined in Article 3.1), Customer may access and use Cognibox for the Authorized Purposes during an Access Period in accordance with: (a) the terms of any outstanding Order; and (b) Provider’s policies related to Cognibox posted on its Site, as such policies may be updated by Provider from time to time.



2.2 



Suspension of access and use. Following a fifteen (15) day notice period, Provider may suspend the access and use of Customer and any Users subordinated to Customer until Customer has remedied a breach by him of any of its obligations under the Contract, the content of which shall have been set forth in the notice, including the obligation to pay the applicable Subscription Fees or to correct any incomplete or inaccurate Customer Data. The eventual restoration of such access and use (i) shall not extend the Access Period based on the duration of the suspension or otherwise and (ii) be subject to the other rights and obligations of the parties under the contract.



2.3 



Documentation. Customer may reproduce and use the Documentation solely as necessary to support access to and use of Cognibox by Customer and Users subordinated to Customer.
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2.4 



Cognibox Revisions. Provider may revise Cognibox features and functions or the Service Level Agreement at any time, including without limitation by removing such features and functions or reducing service levels. If any such revision to Cognibox materially reduces features or functionality provided pursuant to an outstanding Order, that revision shall not go into effect with respect to such Order until the start of the Term beginning forty-five (45) days or more after Provider posts the revision and so informs Customer.



3. 



COGNIBOX FEES



3.1 



Subscription fees. Customer will pay to Provider, for each Access Period, the “Subscription Fees” consisting of the sum of (i) the fees indicated in each Order, and (ii) any additional charges resulting from an increase in the number of Customer’s employees registered in their Cognibox account, either by themselves or by others, beyond what is permitted by the tariff category previously applicable to Customer during the Access Period in question, according to the applicable tariff based on Provider’s fee schedule in effect at the time of this increase, as published on its Site and in proportion to the residual duration of this Access Period.



3.2 



Payments. The Subscription Fee is payable by credit card via the Site. The payment of the fees indicated in each Order is due at the time of making the Order and payment of any additional charges resulting from a rate increase provided for in section 3.1 and / or an increase in the number of employees of Customers enrolled in their Cognibox account as required by Article 3.1 (ii) above shall be due within thirty (30) days of receipt of an invoice corresponding to such additional charges. In the case of an invoice for any additional costs arising from an increase in the number of employees of the Customer registered in its Cognibox account as provided in section 3.1 (ii) above, the latter may be issued at any time after the expiration of two (2) business days following the shipment, by Provider to the e-mail address provided by Customer for billing communications, (i) indicating an excess of the number of employees of Customer registered in its Cognibox account that allows the tariff category previously applicable to Customer and (ii) to which Customer did not reply, within that period, by a correction or correction request that results in a reduction in the number of Customer employees registered in its Cognibox account within the tariff category previously applicable.



3.3 



Reimbursement. Provider is not required to reimburse the Subscription Fee regardless of the circumstances.



3.4 



Taxes. The Customer shall be liable to pay all applicable taxes on payments between the parties under the Agreement. The prices displayed on the Site, in the tariff schedule or in any proposal of Provider do not include the applicable taxes, which are payable in addition.



4. 



CUSTOMER DATA



4.1 



Ownership of Customer Data. The Customer Data shall in no case be owned by Provider and shall, at all times, remain the property of Customer or of any other person to whom such Customer Data belongs, as the case may be.



4.2 



Use of Customer Data. Unless it receives Customer’s prior written consent from Customer, Provider: (a) shall not access, process, or otherwise use Customer Data other than as necessary to allow or facilitate use of Cognibox by such Customer; and (b) shall not intentionally grant to any third party access to Customer Data, including Provider’s other Customers, except Client Corporations that are subject to a reasonable nondisclosure agreement. Without limiting the generality of the foregoing, Customer authorizes Provider to allow the communication of Customer Data to Client Corporations for which [ B-3 ]



the Customer voluntarily agreed to share his information through the Cognibox interface. In particular by downloading or importing into internal information systems of such Client Corporations or by synchronization or programming interface of applications with such systems. Notwithstanding the foregoing, Provider may disclose Customer Data as required by applicable law or by proper judicial or governmental authority. Provider shall give Customer notice of any such judicial or governmental demand within a reasonable delay and to reasonably cooperate with Customer, and at Customer’s expense, in any effort to seek a protective order or otherwise to contest such required disclosure. 4.3 



Personal Data Protection Policy. The Personal Data Protection Policy applies only to Cognibox and does not apply to any third party website or service linked to Cognibox or recommended or referred to through Cognibox or by Provider’s staff or a User.



4.4 



Risk of exposure. Customer acknowledges and agrees that online data hosting involves inherent risks of unauthorized access, disclosure or exposure and that, by accessing and using Cognibox, Customer assumes these risks. The Provider makes no representation or warranty that the Customer Data will not be unintentionally accessible, exposed or communicated by errors or actions of third parties.



4.5 



Data Accuracy. Any information entered with Cognibox by or on behalf of Customer shall be accurate, complete, regularly and systematically updated and updated within thirty (30) days of any change to this information, except the name and contact details of the User to whom the Provider’s communications to the Customer are being shipped, which must be updated within a maximum of forty-eight (48) hours of any change. Provider shall have no responsibility or liability for the accuracy of data uploaded to Cognibox by Customer for or during its use of Cognibox, including Customer Data and any other data uploaded by Users.



4.6 



Data Deletion. Provider may permanently erase Customer Data if Customer’s account is used in violation of the Agreement, inactive, suspended, or closed for ninety (90) consecutive days or more without restoration. Customer acknowledges that Customer Data cannot be recovered once it has been permanently deleted. Provider has the right, but not the obligation, to copy and store the Customer Data for backup purposes.



5. 



PERSONAL DATA PROTECTION AND PROCESSING



5.1 



Definitions. The following capitalized terms and expressions shall have the corresponding meanings hereunder when used in this Article 5 [Personal Data Protection and Processing]: 5.1.1 



“Breach” means a breach of security leading to the accidental or unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, Personal Data transmitted, stored or otherwise processed;



5.1.2 



“Controller” means the natural or legal person, public authority, agency or other body which, alone or jointly with others, determines the purposes and means of the Processing of Personal Data;



5.1.3 



“GDPR” means the Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the Processing of Personal Data and on the free movement of such data, and repealing Directive 95/46/EC (also known as the General Data Protection Regulation);



5.1.4 



“International Organisation” means an organisation and its subordinate bodies governed by public international law, or any other body which is set up by, or on the basis of, an agreement between two or more countries; [ B-4 ]



5.2 



5.1.5 



“Member State” means a State that is a member of the European Union;



5.1.6 



“Personal Data” means any information relating to an identified or identifiable natural person (“Individual”); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person;



5.1.7 



“Processing” means any operation or set of operations which is performed on Personal Data or on sets of Personal Data, whether or not by automated means, such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction;



5.1.8 



“Processor” means a natural or legal person, public authority, agency or other body which processes Personal Data on behalf of the Controller;



5.1.9 



“Pseudonymisation” means the Processing of Personal Data in such a manner that the Personal Data can no longer be attributed to a specific Individual without the use of additional information, provided that such additional information is kept separately and is subject to technical and organisational measures to ensure that the Personal Data are not attributed to an identified or identifiable natural person;



5.1.10 



“Representative” means a natural or legal person established in the Union who, designated by the Controller or Processor in writing pursuant to Article 27 of the GDPR, represents the Controller or Processor with regard to their respective obligations under this Regulation;



5.1.11 



“Supervisory Authority” means an independent public authority which is established by a Member State pursuant to Article 51 of the GDPR.



Mutual Acknowledgments and Agreements. The parties acknowledge and agree as set out in this Article 5.2 in respect to each of the following: 5.2.1 



Provider as Processor. Provider processes Personal Data on behalf of Customer, which acts as a Controller by determining, alone or jointly with others, the purposes and means of the Processing of such Personal Data.



5.2.2 



Contract Governing the Carrying-out of Processing. The carrying-out of Processing by Provider is governed by this Agreement which sets out the subject-matter and duration of the Processing, the nature and purpose of the Processing, the type of Personal Data and categories of Individuals and the obligations and rights of Customer as Controller, and include certain specific terms designed to ensure that Processing carried out by Provider as a Processor meets all the requirements of the GDPR when applicable.



5.2.3 



Governing law. This Article 5 [Personal Data Protection and Processing] is governed by and made under the laws and regulations of the European Union (the “Union”).



5.2.4 



Conflict of Terms. If there is any inconsistency between this Article and the other terms of this Agreement, the terms of this Article will prevail. The parties shall take all necessary steps to conform the inconsistent terms to the terms of this this Article. [ B-5 ]



5.2.5 



Duration. The duration of the Processing by Provider on behalf of Customer shall be for the duration of the Customer’s right to use Cognibox and until all Personal Data for which Customer is the sole Controller is deleted or returned in accordance with Customer’s instructions or the terms of the Agreement.



5.2.6 



Nature and Purpose. The nature and purpose of the Processing shall be to provide Cognibox to Customer pursuant to the Agreement.



5.2.7 



Type of Personal Data. The types of Personal Data processed by Cognibox include those relating to: • • • • • • • • 



5.2.8 



5.3 



Name (first and last name(s)); Coordinates (e-mail address, telephone number, country of residence); Photo (portrait); Date of birth; Language preferences; Employers; Professional qualifications; and Health and safety training.



Categories of Individuals. Processing of Personal Data by Provider on behalf of Customer is for the following categories of Individuals: Customer’s contractors and providers of services, as well as employees, contractors and providers of services of Customer’s contractors and providers of services, and Customer’s clients and employees.



Obligations and Responsibilities of Customer 5.3.1 



Compliance with Data Protection Laws and Regulations. Customer shall, in its use of Cognibox, process Personal Data, and provide instructions for the Processing of Personal Data, in accordance with the requirements of all Personal Data protection laws and regulations.



5.3.2 



Accuracy, Quality, Legality and Means. Customer has sole responsibility for the accuracy, quality, and legality of Personal Data and the means by which Customer acquired Personal Data.



5.3.3 



Independent Determination. Customer is solely responsible for making an independent determination as to whether the technical and organizational measures for Cognibox meets Customer’s requirements (including any security obligations under the GDPR or other applicable data protection laws and regulations, as the case may be).



5.3.4 



Security Practices and Policies. Customer acknowledges and agrees that, taking into account the state of the art, the costs of implementation, and the nature, scope, context and purposes of the Processing of its Personal Data as well as the risks to Individuals, the security practices and policies implemented and maintained by Provider provide a level of security appropriate to the risk with respect to Personal Data for which Customer is the Controller.



5.3.5 



Privacy Protections and Security Measures. Customer is responsible for implementing and maintaining privacy protections and security measures for components that Customer provides or controls if any.



5.3.6 



Indemnification for Violation of Individual’s Rights. If an Individual brings a claim directly against Provider for a violation of his Individual’s rights, Customer [ B-6 ]



will indemnify Provider for any injury caused to Provider by such a claim, to the extent that Provider has notified Customer about the claim and given Customer the opportunity to cooperate with Provider in the defense and settlement of the claim. 5.4 



Obligations and Responsibilities of Provider 5.4.1 



Documented Instructions. Provider will process the Personal Data only on documented instructions from Customer, including with regard to transfers of Personal Data to a third country or an International Organisation, unless required to do so by a law to which Provider is subject; in such a case, Provider shall inform Customer of that legal requirement before Processing, unless that law prohibits such information on important grounds of public interest.



5.4.2 



Confidentiality. Provider will ensure that persons authorised to process the Personal Data have committed themselves to confidentiality or are under an appropriate statutory obligation of confidentiality.



5.4.3 



Security. Taking into account the state of the art, the costs of implementation and the nature, scope, context and purposes of Processing as well as the risk of varying likelihood and severity for the rights and freedoms of natural persons, Provider will implement appropriate technical and organizational measures to ensure a level of security appropriate to the risk, including inter alia as appropriate: • the Pseudonymisation and encryption of Personal Data; • the ability to ensure the ongoing confidentiality, integrity, availability and resilience of Processing systems and services; • the ability to restore the availability and access to Personal Data in a timely manner in the event of a physical or technical incident; • a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of the Processing; and • steps to ensure that any natural person acting under the authority of Provider who has access to Personal Data does not process them except on instructions from Customer, unless he or she is required to do so by law.



5.4.4 



Engaging Another Processor. This paragraph 5.4.4 constitutes a general prior written authorization from Customer allowing Provider to recruit any other Processor. Provider will respect the following conditions for engaging another Processor, namely that: • Provider will inform Customer of any intended changes concerning the addition or replacement of other Processors; and • where Provider engages another Processor for carrying out specific Processing activities on behalf of Customer, the same data protection obligations as set out in this Article between Customer and Provider will be imposed on that other Processor, in particular providing sufficient guarantees to implement appropriate technical and organisational measures in such a manner that the Processing will meet the requirements of the laws and regulations to such Processing.



5.4.5 



Requests for Exercising Individual’s Rights. Taking into account the nature of the Processing, Provider will assist Customer by appropriate technical and organisational measures, insofar as this is possible, for the fulfilment of the [ B-7 ]



Customer’s obligation to respond to requests for exercising the rights granted to Individuals by applicable laws, which may include: • Transparent information, communication and modalities for the exercise of the rights of the Individual; • Information to be provided where Personal Data are collected from the Individual; • Information to be provided where Personal Data have not been obtained from the Individual; • Access by the Individual; • Rectification; • Erasure (‘right to be forgotten’) • Restriction of Processing; • Notification obligation regarding rectification or erasure of Personal Data or restriction of Processing; • Data portability; • Right to object; and • Right not to be subject to a decision based solely on automated Processing. Provider will make available to Customer (in a manner consistent with the functionality of Cognibox and Provider’s role as a Processor) Personal Data of Individuals and the ability to fulfill Individual requests to exercise their rights. If Provider receives a request from Customer’s Individual to exercise one or more of its rights in connection with Cognibox, Provider will redirect the Individual to make its request directly to Customer. Customer will be responsible for responding to any such request including, where necessary, by using the functionality of Cognibox. 5.4.6 



Assistance of Customer. Taking into account the nature of Processing and the information available, Provider will assist Customer in ensuring compliance with the Customer’s obligations as Controller pursuant to applicable laws and regulations, which may pertain to: • Security of Processing; • Notification of a Breach to a Supervisory Authority; • Communication of a Breach to the Individual; • Data protection impact assessment; and • Consultation with a Supervisory Authority prior to Processing where a data protection impact assessment indicates that the Processing would result in a high risk in the absence of measures taken by the Controller to mitigate the risk.



5.4.7 



Personal Data Breach. Provider will notify Customer without undue delay after becoming aware of a Breach. Such notification will at least: • describe the nature of the Breach including where possible, the categories and approximate number of Individuals concerned and the categories and approximate number of Personal Data records concerned; • communicate the name and contact details of the data protection officer or other contact point where more information can be obtained; • describe the likely consequences of the Breach; and • describe the measures taken or proposed to be taken by the Controller to address the Breach, including, where appropriate, measures to mitigate its possible adverse effects. [ B-8 ]



Where, and in so far as, it is not possible to provide the information at the same time, the information may be provided in phases without undue further delay. 5.4.8 



Deletion or Return all Personal Data. Provider will, at the choice of Customer, delete or return all the Personal Data to Customer after the end of the provision of services relating to Processing, and delete existing copies unless applicable laws or regulations requires storage of the Personal Data;



5.4.9 



Information to Demonstrate Compliance. Provider will make available to Customer all information necessary to demonstrate compliance with the obligations stemming from the GDPR and applicable to Provider as a Processor under this Article 5.4 [Obligations and Responsibilities of Provider] and allow for and contribute to audits, including inspections, conducted by Customer or another auditor mandated by Customer.



5.5 



Personal Data Protection Policy. The Personal Data Protection Policy applies only to Cognibox and does not apply to any third-party website or service linked to Cognibox or recommended or referred to through Cognibox or by Provider’s staff or a User.



5.6 



Aggregate and Anonymized Data. Notwithstanding the provisions of Article 4 [Customer Data] and 5 [Personal Data Protection and Processing], Provider may use, reproduce, sell, publicize, or otherwise exploit Aggregate Data in any way, in its sole discretion. (“Aggregate Data” refers to Customer Data with the following removed: personally identifiable information and the names and addresses of Customer and any of its Users.)



6. 



CUSTOMER’S RESPONSIBILITIES AND RESTRICTIONS



6.1 



Acceptable Use. Customer shall not: 6.1.1 



use Cognibox for service bureau or time-sharing purposes or in any other way allow third parties to access or use Cognibox;



6.1.2 



provide Cognibox passwords or other login information to any third party;



6.1.3 



modify, adapt, translate, assign, lease or lend Cognibox or any part of Cognibox;



6.1.4 



share non-public Cognibox features or content with any third party;



6.1.5 



mortgage, licence or pledge its right to access and use Cognibox; or



6.1.6 



extract systematically or in batch, with the exception of Customer Data during the Term, data or other content from Cognibox for the purpose of creating or preparing, directly or indirectly, a collection, compilation, database or a directory external to Cognibox;



6.1.7 



access Cognibox in order to build a competitive product or service, to build a product using similar ideas, features, functions or graphics of Cognibox, or to copy any ideas, features, functions or graphics of Cognibox.



6.2 



Suspension for violation. In the event that it suspects any breach of the requirements of Article 6.1, including by Customer or a User who represents Customer or Customer’s employee, Provider may suspend Customer’s access to Cognibox without prior notice, in addition to such other remedies as Provider may have. This Agreement does not require that Provider take any action against Customer or any User or other third party for violating Article 6.1 or any other provision of the Agreement, but Provider is free to take any such action it sees fit.



6.3 



Unauthorized Access. Customer shall take reasonable steps to prevent unauthorized access to Cognibox by third parties, including by protecting its passwords and other login [ B-9 ]



information. Customer shall notify Provider immediately of any known or suspected unauthorized use of Cognibox or breach of its security likely to cause unauthorized use of Cognibox, and shall use best efforts to stop said breach. 6.4 



Compliance with Laws. In its use of Cognibox, Customer shall comply with all applicable laws, including laws.



6.5 



Control of access to and use of Cognibox. Customer is responsible and liable for: (a) use of Cognibox by Users who are representatives or employees of Customer, including unauthorized User conduct or behaviour contrary to the Agreement; and (b) any use of Cognibox through Customer’s account, whether authorized or unauthorized.



7. 



INTELLECTUAL PROPERTY AND FEEDBACK



7.1 



Intellectual Property Rights in Cognibox. Provider retains all right, title, and interest in and to Cognibox, including all software used to provide Cognibox and all graphics, user interfaces, logos, and trademarks of Provider displayed through Cognibox. This Agreement does not grant Customer any intellectual property licence or rights in or to Cognibox or any of its components. Customer recognizes that Cognibox and its components are protected by copyright and other laws.



7.2 



Feedback. Provider has not agreed to and does not agree to treat as confidential any Feedback (as defined below) that Customer, a Client Corporation, or other Users provide to Provider, and nothing in this Agreement or in the parties’ dealings arising out of or related to this Agreement will restrict Provider’s right to use, profit from, disclose, publish, keep secret, or otherwise exploit Feedback, without compensating or crediting Customer, Client Corporation or other User in question. (“Feedback” refers to any suggestion or idea for improving or otherwise modifying any of Provider’s products or services.)



8. 



CONFIDENTIAL INFORMATION



8.1 



“Confidential Information” refers to the following items Provider discloses to Customer: (a) any document Provider marks “Confidential”; (b) any information Provider orally designates as “Confidential” at the time of disclosure, provided Provider confirms such designation in writing within fifteen (15) business days; (c) the Documentation, whether or not marked or designated confidential; and (d) any other non-public, sensitive information disclosed by Provider, whether or not designated confidential. Notwithstanding the foregoing, Confidential Information does[5] not include information that: (i) is in Customer’s possession at the time of disclosure; (ii) is independently developed by Customer without use of or reference to Confidential Information; (iii) becomes known publicly, before or after disclosure, other than as a result of Customer’s improper action or inaction; or (iv) is approved for release in writing by Customer.



8.2 



Nondisclosure. Customer shall not use Confidential Information for any purpose other than the Authorized Purposes. Customer: (a) shall not disclose Confidential Information to any employee or representative of Customer or Client Corporation unless such person (i) needs access in order to facilitate the Purpose and (ii) executes a nondisclosure agreement with Customer with terms no less restrictive than those of this Article 8; and (b) shall not disclose Confidential Information to any other third party without Provider’s prior written consent. Without limiting the generality of the foregoing, Customer shall protect Confidential Information with the same degree of care it uses to protect its own confidential information of similar nature and importance, but with no less than reasonable care. Customer shall promptly notify Provider of any misuse or misappropriation of Confidential Information that comes to Customer’s attention. Notwithstanding the [ B-10 ]



foregoing, Customer may disclose Confidential Information as required by applicable law or by proper judicial or governmental authority. Customer shall give Provider prompt notice of any such judicial or governmental demand and reasonably cooperate with Provider in any effort to seek a protective order or otherwise to contest such required disclosure, at Provider’s expense. 8.3 



Injunction. Customer agrees that breach of this Article 8 [Confidential Information] would cause Provider irreparable injury, for which monetary damages would not provide adequate compensation, and that in addition to any other remedy, Provider will be entitled to injunctive relief against such breach or threatened breach, without proving actual damage or posting a bond or other security.



8.4 



Termination and Return. Upon the termination of this Agreement, Customer shall return all copies of Confidential Information to Provider or certify, in writing, the destruction thereof.



8.5 



Retention of Rights. This Agreement does not transfer ownership of Confidential Information or grant a licence thereto. Provider will retain all right, title, and interest in and to all Confidential Information.



9. 



REPRESENTATIONS AND WARRANTIES



9.1 



From Customer. Customer represents and warrants that: (a) it has the full right and authority to enter into, execute, and perform its obligations under this Agreement and that no pending or threatened claim or litigation known to it would have a material adverse impact on its ability to perform as required by this Agreement; (b) it has accurately identified itself and it has not provided any inaccurate information about itself to or through Cognibox; and (c) it is a corporation, the sole proprietorship of an individual 18 years or older, or another entity authorized to do business pursuant to applicable law.



9.2 



Warranty Exclusions. Customer accepts Cognibox “as is” and “as available”, with no representation or warranty of any kind, express or implied, including without limitation implied warranties of merchantability or fitness for a particular purpose, or any implied warranty arising from statute, course of dealing, course of performance, or usage of trade. Without limiting the generality of the foregoing: (a) Provider has no obligation to indemnify or defend Customer or Users against claims related to infringement of intellectual property; (b) Provider does not represent or warrant that Cognibox will perform without interruption or error; and (c) Customer does not represent or warrant that Cognibox is secure from hacking or other unauthorized intrusion or that Customer Data will remain private or secure.



10. 



INDEMNIFICATION Customer shall defend, indemnify, and hold harmless Provider and the Provider Associates (as defined below) against any “Indemnified Claim” meaning any third party claim, suit, or proceeding arising out of or related to Customer’s alleged or actual use of, misuse of, or failure to use Cognibox or the hosting environment and infrastructure for Cognibox, including: (a) claims by Users or by Customer’s employees, as well as by the Customer’s own clients; (b) claims related to unauthorized disclosure or exposure of personally identifiable information or other private information, including Customer Data; (c) claims related to infringement or violation of a copyright, trademark, trade secret, or privacy or confidentiality right by written material, images, logos or other content uploaded to Cognibox through Customer’s account, including by Customer Data; and (d) claims that use of Cognibox through Customer’s account, including by Contractors or other Users, harasses, defames, [ B-11 ]



or defrauds a third party or violates the Canadian anti-spam legislation, the CAN-Spam Act of 2003 or any other law or restriction on electronic advertising. Indemnified Claims include claims arising out of or related to Provider’s negligence. Customer’s obligations set forth in this Article 10 [Indemnification] include retention and payment of attorneys and payment of court costs, as well as settlement at Customer’s expense and payment of judgments. Provider will have the right, not to be exercised unreasonably, to reject any settlement or compromise that requires that it admit wrongdoing or liability or subjects it to any ongoing affirmative obligations. (The “Provider Associates” are Provider’s officers, directors, shareholders, parents, subsidiaries, agents, successors, and assigns.) 11. 



LIMITATION OF LIABILITY



11.1 



Limitation of Liability. No party shall be liable for damages resulting from a breach of contract which the party in default could not reasonably foresee at the conclusion of the Agreement. In no event will Provider be liable to Customer for any compensation resulting from the expiration or termination of the Agreement in accordance with Article 12 (Term and Termination).



11.2 



No liability to Customer’s Clients. This Agreement does not create any liability of Provider towards clients or subcontractors of Customer.



11.3 



Maximum amount. In no event shall the aggregate or cumulative liability of Provider arising out of or in connection with the Agreement exceed the sum of all amounts actually paid by the Client during the six-month period immediately preceding the first event giving rise to liability. The existence of more than one claim will not increase or extend this limit.



11.4 



Exclusion of Consequential Damages. In no event will Provider be liable to Customer for any consequential, indirect, special, incidental, or punitive damages arising out of or related to this Agreement.



11.5 



Clarifications and Disclaimers. The liabilities limited by this Article 11 [Limitation of Liability] apply: (a) to liability for negligence; (b) regardless of the form of action, whether in contract, tort, strict product liability, or otherwise; (c) even if Provider is advised in advance of the possibility of the damages in question and even if such damages were foreseeable; and (d) even if Customer’s remedies fail of their essential purpose. If applicable law limits the application of the provisions of this Article 11, Provider’s liability will be limited to the maximum extent permissible. For the avoidance of doubt, Provider’s liability limits and other rights set forth in this Article 11 apply likewise to Provider’s affiliates, licensors, suppliers, advertisers, agents, sponsors, directors, officers, employees, consultants, and other representatives.



11.6 



Allocation of Risks. The parties acknowledge that the prices set for Cognibox reflect the allocation of risks among themselves and therefore Provider would not have entered into this Agreement without limitations on its liability and the warranty exclusions contained in this Agreement.



12. 



TERM AND TERMINATION



12.1 



Initial Term. This Agreement shall enter into force from the Effective Date for the initial term specified in the Order (the “Initial Term”).



12.2 



Renewal Term. After the Initial Term, this Agreement will automatically be renewed for successive periods of one (1) additional year (the “Renewal Terms”), except in the event of a termination by (i) a party upon notice to the other party at least ninety (90) days prior [ B-12 ]



to the end of a Term or (ii) the Provider upon prior notice of default to Customer to which Customer has not remedied within thirty (30) days of this notice of breach. Provider may automatically collect the renewal payment on a credit card, unless Customer chooses to receive an invoice by indicating that choice in the automated payment system. If Provider fails to automatically collect payment by credit card for any reason (including the expiry of the credit card on file or insufficient funds) while it has the right to do so and Customer has not terminated the Agreement in accordance with the terms of this article, Customer remains responsible for the payment of the renewal. Termination may be made by notice to the other party at least ninety (90) days before the end of a Term. During a Term, Customer waives any unilateral right to terminate the Agreement for such Term. Any Renewal Term shall begin immediately after the Term that precedes it, regardless of when the payment of the portion of the Subscription Fee indicated in the Order for that Renewal Term is made. (“Term” means the Initial Term and any Term of Renewal.) 12.3 



Effects of Termination. Upon the termination of this Agreement: 12.3.1 



Customer shall cease all use of Cognibox and delete, destroy, or return to Provider all copies of the Documentation in its possession or control;



12.3.2 



Provider is not required to repay the advances it may have received in excess of what it has earned for that part of a Term which has not yet expired at the time of termination; and



12.3.3 



the following provisions will survive termination or expiration of this Agreement: (a) Any obligation of Customer to pay fees incurred before the termination; (b) Article 7 (Intellectual Property and Feedback), 8 (Confidential Information), 9.2 (Warranty Exclusions), 10 (Indemnification), and 11 (Limitation of Liability); and (c) any other provision of this Agreement that must survive to fulfill its essential purpose.



13. 



MISCELLANEOUS



13.1 



Independent Parties. The parties are independent one from the other and will so represent themselves in all regards. Neither party is the agent of the other, and neither may make commitments on the other’s behalf. The parties agree that no Provider employee or consultant will become an employee of the Customer as a result of the performance of the Agreement.



13.2 



Notices. Provider may send notices pursuant to this Agreement to Customer’s email contact points provided by Customer, and such notices will be deemed received 24 hours after they are sent. Customer may send notices pursuant to this Agreement to the email address [email protected], and such notices will be deemed received 72 hours after they are sent.



13.3 



Superior Force. No delay, failure, or default, other than a failure to pay fees when due, will constitute a breach of this Agreement to the extent caused by a “Superior Force”, defined as an unforeseeable and irresistible event, including external causes with the same characteristics.



13.4 



Assignment and Successors. Customer may not assign this Agreement or any of its rights or obligations hereunder without Provider’s express written consent. Except to the extent forbidden in this Article 13.4 [Assignment and Successors], this Agreement will be binding upon and inure to the benefit of the parties’ respective successors and assigns.



13.5 



Severability. To the extent permitted by applicable law, the parties hereby waive any provision of law that would render any clause of this Agreement invalid or otherwise [ B-13 ]



unenforceable in any respect. In the event that a provision of this Agreement is held to be invalid or otherwise unenforceable, such provision will be interpreted to fulfill its intended purpose to the maximum extent permitted by applicable law, and the remaining provisions of this Agreement will continue in full force and effect. 13.6 



No Waiver. Neither party will be deemed to have waived any of its rights under this Agreement by the lapse of time or by any statement or representation other than by an authorized representative in an explicit written waiver. No waiver of a breach of this Agreement will constitute a waiver of any other breach of this Agreement.



13.7 



Choice of Law and Jurisdiction. This Agreement will be governed solely by the internal laws of the Canadian province of Quebec, without reference to: (a) any conflicts of law principle that would apply the substantive laws of another jurisdiction to the parties’ rights or duties; (b) the 1980 United Nations Convention on Contracts for the International Sale of Goods; or (c) other international laws. The parties consent to the personal and exclusive jurisdiction of the federal and provincial courts of the judicial district of Shawinigan, in the Canadian province of Quebec.



13.8 



Precedence. In the event of a conflict between this Agreement and any policy of the Provider published online, including the Personal Data Protection Policy, the terms of this Agreement shall prevail.



13.9 



Construction. This Agreement will not be construed in favour of or against either party by reason of having acted or not as stipulator.



13.10 Entire Agreement. This Agreement sets forth the entire agreement of the parties and supersedes all prior or contemporaneous writings, negotiations, and discussions with respect to its subject matter. Neither party has relied upon any such prior or contemporaneous communications. 13.11 



Amendment. Provider may amend this Agreement from time to time by posting an amended version on its Site and sending Customer written notice thereof. Such amendment will be deemed accepted and become effective thirty (30) days after such notice (the “Proposed Amendment Date”) unless Customer first gives Provider written notice of rejection of the amendment. In the event of such rejection, this Agreement will continue under its original provisions, and the amendment will become effective at the start of Customer’s next Renewal Term following the Proposed Amendment Date (unless Customer first terminates this Agreement pursuant to Article 12 (Term and Termination)). Customer’s continued use of Cognibox following the effective date of an amendment will confirm Customer’s consent thereto. This Agreement may not be amended in any other way except through a written agreement by authorized representatives of each party. Notwithstanding the foregoing provisions of this Article 13.11, Provider may revise the Personal Data Protection Policy at any time by posting a new version on the Site, and such new version will become effective on the date it is posted.
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COGNIBOX® SAAS AGREEMENT FOR E-LEARNING USERS 1. 



CONSENT FOR THE PROCESSING OF PERSONAL DATA As an “e-learning user“, I confirm here that by continuing the use of the Cognibox e-learning module I freely consent to the processing** of my personal data specified below (the “Data”) by my employer as well as by SIM/Cognibox, for the following specific purposes: consultation, verification or validation of my training file and my professional qualifications by SIM/Cognibox customers registered and subscribers to the Cognibox SaaS (the “Recipients”, the list of which may be provided to me, upon request from my employer, or SIM/Cognibox if there is no employer) and communications with me about such consultation, verification or validation: • • • • • • 



Last name and first name; Date of birth (AAAA-MM-JJ); A colour photo portrait (for certain Recipients to be specified); My e-learning courses, their status and validity; Telephone number and email address (optional); and Language preferences (optional).



* Date of birth is information not visible to Recipients, used exclusively by SIM/Cognibox



employees to uniquely identify employees in the database. ** In this form, the term “processing” refers to any operation or set of operations which is



performed on Data or on sets of Data, whether or not by automated means, such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction. I acknowledge that this Data is adequate, relevant and limited to what is necessary for the purposes for which it is processed and that its processing is necessary either (i) for the implementation of pre-contractual measures or a contract with a Recipient, (ii) compliance with a legal obligation to which a Recipient for whom I work or am likely to work is subject or (iii) for the legitimate interests that such Recipient pursues, including the transmission of Data for internal administrative purposes within a group of undertakings to which such Recipient is affiliated. I also acknowledge that SIM/Cognibox generally act as processing intermediaries on behalf of their corporate customers, including my employer, and that my employer is the controller in respect of such Data about me as an employee. SIM/Cognibox when acting as processing intermediaries and any person acting under the authority of my employer or under that of a processing intermediary, who has access to my Data, may not process such Data, except on instructions from my employer, unless I give my consent or unless authorized or required to do so by law. Exceptionally, Cognibox Inc. acts as controller in respect of my Data for any period during which Data about me is recorded and stored via the Cognibox SaaS while I am not employed by any SIM/Cognibox customer. In such a case, for the same specific purposes as those indicated in the first paragraph of this form, I consent to the processing of my Data by Cognibox Inc. as controller for a period no longer than is necessary for these purposes. [ C-1 ]



1.1 



Further information. I understand that: 1.1.1 



If my employer is a contractor or a service provider, the provision of my Data is a requirement necessary for my registration in the Cognibox SaaS register relating to contractors and service providers performing or likely to perform subcontracting, and the possible consequences of not providing this Data are that I could be excluded from the selection operations of workers required to perform work for or on behalf of Recipients;



1.1.2 



there is no automated decision-making involving my Data within the Cognibox SaaS;



1.1.3 



my Data will only be consulted by representatives of Recipients and SIM/ Cognibox;



1.1.4 



my Data will be kept for (i) the entire duration of the business relationship between any Recipient and my employer, provided that this employer is also a customer of SIM/Cognibox, and as long as I am in his employment and (ii) any period for which I have not withdrawn my consent that Data about me be recorded and kept by the Cognibox SaaS while I am not employed by any customer of SIM/ Cognibox;



1.1.5 



my data could be transferred to internal systems used by Recipients who require them to control access to their sites;



1.1.6 



I may, at any time, request from my employer (or, if there is no employer, from SIM/Cognibox at the address provided at the end of this form, on the website www.cognibox.com or directly in the Cognibox SaaS) access to my Data, the correction or erasure thereof, or a limitation of its processing;



1.1.7 



I may withdraw my consent to the processing of such Data at any time, without affecting the lawfulness of processing based on my consent before its withdrawal; and



1.1.8 



certain laws grant me a right (i) to the portability of such Data, (ii) to oppose their processing and (iii) to lodge a complaint with a governmental supervisory authority.



2. 



E-LEARNING USER’S RESPONSIBILITIES AND RESTRICTIONS



2.1 



Acceptable Use. As an e-learning user I shall not: 2.1.1 



use Cognibox for service bureau or time-sharing purposes or in any other way allow third parties to access or use Cognibox;



2.1.2 



provide Cognibox passwords or other login information to any third party;



2.1.3 



modify, adapt, translate, assign, lease or lend Cognibox or any part of Cognibox;



2.1.4 



share non-public Cognibox features or content with any third party;



2.1.5 



mortgage, licence or pledge its right to access and use Cognibox; or



2.1.6 



extract systematically or in batch data or other content from Cognibox for the purpose of creating or preparing, directly or indirectly, a collection, compilation, database or a directory external to Cognibox;



2.1.7 



access Cognibox in order to build a competitive product or service, to build a product using similar ideas, features, functions or graphics of Cognibox, or to copy any ideas, features, functions or graphics of Cognibox. [ C-2 ]



2.2 



Suspension for violation. In the event that it suspects any breach of the requirements of Article 2.1, including by Customer or a User who represents Customer or Customer’s employee, Provider may suspend Customer’s access to Cognibox without prior notice, in addition to such other remedies as Provider may have. This Agreement does not require that Provider take any action against Customer or any User or other third party for violating Article 2.1 or any other provision of the Agreement, but Provider is free to take any such action it sees fit.



2.3 



Unauthorized Access. E-learning user shall take reasonable steps to prevent unauthorized access to Cognibox by third parties, including by protecting its passwords and other login information. E-learning user shall notify Provider immediately of any known or suspected unauthorized use of Cognibox or breach of its security likely to cause unauthorized use of Cognibox, and shall use best efforts to stop said breach.



2.4 



Compliance with Laws. In its use of Cognibox, e-learning user shall comply with all applicable laws, including laws governing the protection of Personal Information and other laws applicable to the protection of Customer Data.



3. 



INTELLECTUAL PROPERTY AND FEEDBACK



3.1 



Intellectual Property Rights in Cognibox. Provider retains all right, title, and interest in and to Cognibox, including all software used to provide Cognibox and all graphics, user interfaces, logos, and trademarks of Provider displayed through Cognibox. This Agreement does not grant e-learning user any intellectual property licence or rights in or to Cognibox or any of its components. E-learning user recognizes that Cognibox and its components are protected by copyright and other laws.



3.2 



Feedback. Provider has not agreed to and does not agree to treat as confidential any Feedback (as defined below) that e-learning user provide to Provider, and nothing in this Agreement or in the parties’ dealings arising out of or related to this Agreement will restrict Provider’s right to use, profit from, disclose, publish, keep secret, or otherwise exploit Feedback, without compensating or crediting e-learning user in question. (“Feedback” refers to any suggestion or idea for improving or otherwise modifying any of Provider’s products or services.)



4. 



CONFIDENTIAL INFORMATION



4.1 



“Confidential Information” refers to the following items Provider discloses to e-learning user: any document Provider marks “Confidential”; (b) any information Provider orally designates as “Confidential” at the time of disclosure, provided Provider confirms such designation in writing within fifteen (15) business days; (c) the Documentation, whether or not marked or designated confidential; and (d) any other non-public, sensitive information disclosed by Provider, whether or not designated confidential. Notwithstanding the foregoing, Confidential Information does not include information that: (i) is in E-learning user’s possession at the time of disclosure; (ii) is independently developed by E-learning user without use of or reference to Confidential Information; (iii) becomes known publicly, before or after disclosure, other than as a result of E-learning user’s improper action or inaction; or (iv) is approved for release in writing by E-learning user.



4.2 



Nondisclosure. E-learning user shall not use Confidential Information for any purpose other than the Authorized Purposes. E-learning user: (a) shall not disclose Confidential Information to any employee or representative of Customer or Client Corporation unless such person (i) needs access in order to facilitate the Purpose and (ii) executes a nondisclosure agreement with Customer with terms no less restrictive than those of [ C-3 ]



this Article 4; and (b) shall not disclose Confidential Information to any other third party without Provider’s prior written consent. Without limiting the generality of the foregoing, E-learning user shall protect Confidential Information with the same degree of care it uses to protect its own confidential information of similar nature and importance, but with no less than reasonable care. E-learning user shall promptly notify Provider of any misuse or misappropriation of Confidential Information that comes to Customer’s attention. Notwithstanding the foregoing, E-learning user may disclose Confidential Information as required by applicable law or by proper judicial or governmental authority. E-learning user shall give Provider prompt notice of any such judicial or governmental demand and reasonably cooperate with Provider in any effort to seek a protective order or otherwise to contest such required disclosure, at Provider’s expense. 4.3 



Injunction. E-learning user agrees that breach of this Article 4 would cause Provider irreparable injury, for which monetary damages would not provide adequate compensation, and that in addition to any other remedy, Provider will be entitled to injunctive relief against such breach or threatened breach, without proving actual damage or posting a bond or other security.



4.4 



Termination and Return. Upon the termination of this Agreement, E-learning user shall return all copies of Confidential Information to Provider or certify, in writing, the destruction thereof.



4.5 



Retention of Rights. This Agreement does not transfer ownership of Confidential Information or grant a licence thereto. Provider will retain all right, title, and interest in and to all Confidential Information.



[ C-4 ]
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MCC Agreement 
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LIFE2018 Model Grant Agreement 
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learning agreement for studies 

Responsible person10 in the receiving institution: Name: ... By signing this document, the student, the sending institution and the receiving ..... 1 Nationality: Country to which the person belongs administratively and that issues the ID card.










 


[image: alt]





Kathmandu Agreement Page 1 
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Transatlantic Free Trade Agreement 

environnemental. Compte tenu du fait que toute norme sociale, sanitaire, ... protection sociale, d'emploi et sur la souverainetÃ© de nos territoires. Le Conseil ...
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TV rights agreement 

Matches 5 - 16 - In the award of contracts for the television rights to the UEFA Champions League ... acceptance by the bidder of all relevant broadcast obligations;.
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Coaching Relationship Agreement 

In the next three months, we will have â€¦â€¦coaching sessions that will last 55 minutes each. We will also set up specific strategies for accountability during each week. By agreeing to the ... We will plan your sessions together. If you need to ...
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END USER LICENSE AGREEMENT 

If you do not agree to the terms of this END USER LICENSE AGREEMENT, do not install or use Penguin; you may ... This McNeel Europe S.L. End-User License Agreement is a legal agreement between you. (either an individual .... oder FolgeschÃ¤den ab, die
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PDFlib license agreement 

May 17, 2001 - [email protected], [email protected], www.pdflib.com. 1 .... sistent with the law, and no other parts of the license shall be affected. 8.
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OSHA license agreement 

Osha EULA, revision : November, 11, 2017. OSHA license ... "Content" means any imagery, data, product, service, analysis, tool or work licensed by ... the world, whether registrable or unregistrable, registered or unregistered, including any .... ann
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1 License Agreement - CiteSeerX 

Jan 16, 1996 - 1 License Agreement. Khepera Simulator is a freeware public domain ..... Experiments in Synthetic Psychology. MIT Press, Cambridge,. 1984. 8 ...
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NBCUniversal International agreement - altice.net 

7 dÃ©c. 2016 - brands in France Metropolitan: 13th Street, for thriller and crime series; Syfy, for science fiction and fantasy series and E! Entertainment ...
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shareholders agreement - DocumentCloud 

"Articles" means the Articles of Association for «Statuts» designera ...... local qualifie, d'ouvriers, de personnel de securite et autres .... or other instrument (including but not limited to any loan ..... de precision suffisant les affaires devan
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Zeppa Agreement Pg 1 
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SaTScan User License Agreement 

Software you (either an individual or a single entity) become bound by the terms ... agreement, unless you have a separate signed agreement with the Provider.
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ACER LIMITED WARRANTY AGREEMENT 

26 janv. 2015 - système d'exploitation et du logiciel installés en usine de façon à les restaurer ... D'UNE UTILISATION NORMALE, COMME LA DÉGRADATION.
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Conférence Virtualisation, Cloud Computing, SaaS - G9+ 

20 janv. 2009 - Le premier problème est que les données ne sont plus chez vous annonce ... center 2.0 correspond a l'arrivée des architectures client/serveur ...










 














×
Report cognibox® saas agreement





Your name




Email




Reason
-Select Reason-
Pornographic
Defamatory
Illegal/Unlawful
Spam
Other Terms Of Service Violation
File a copyright complaint





Description















Close
Save changes















×
Signe






Email




Mot de passe







 Se souvenir de moi

Vous avez oublié votre mot de passe?




Signe




 Connexion avec Facebook












 

Information

	A propos de nous
	Règles de confidentialité
	TERMES ET CONDITIONS
	AIDE
	DROIT D'AUTEUR
	CONTACT
	Cookie Policy





Droit d'auteur © 2024 P.PDFHALL.COM. Tous droits réservés.








MON COMPTE



	
Ajouter le document

	
de gestion des documents

	
Ajouter le document

	
Signe









BULLETIN



















Follow us

	

Facebook


	

Twitter



















Our partners will collect data and use cookies for ad personalization and measurement. Learn how we and our ad partner Google, collect and use data. Agree & Close



