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Summary • • • • • • •



HTTP Proxy SMTP Proxy and POP3 Proxy PostProcessing Interactions with other modules Packets handling Console mode Known Problems and Common errors
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Introduction NETASQ proxies are transparent proxies. That means that you don't have to configure them into client workstations. NETASQ proxies intercept the traffic in order to process the requested treatment (URL filtering, Antispam, Antivirus,...). There are 4 profiles per proxy for different configurations according to the port and the incoming interface (menu Proxy > General) Each profile corresponds to a configuration file in the directories /Firewall/ConfigFiles/[ HTTPProxy | SMTPProxy | POP3Proxy ] example: HTTP profile 02 /Firewall/ConfigFiles/HTTPProxy/02



The activation of proxy makes possible the Antivirus and Antispam analysis There are two connections: the first one between the client and the IPS-Firewall and the second one between the IPS-Firewall and the server NETASQ – CORPORATE PRESENTATION
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Introduction IPS-Firewall intercepts the client connections and replies, using as source IP address, the IP of the server Proxies run on port 8080, 8081 and 8082 respectively for HTTP, SMTP and POP3 traffic: F200XA105410400601>netstat -an tcp | grep LIST tcp4 0 0 *.8080 *.* LISTEN tcp4 0 0 *.8082 *.* LISTEN tcp4 0 0 *.8081 *.* LISTEN
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HTTP Proxy Characteristics HTTP Proxy uses HTTP/1.1 (GET / HTTP/1.1) HTTP Proxy is used for outgoing HTTP traffic. Connection between IPS-Firewall and HTTP server is initiated when IPSFirewall receives GET request of the client
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HTTP Proxy Configuration When the HTTP Proxy is enable, the Firewall intercepts all the incoming traffic on the interface and port configured in the menu Proxy > General. The activation of the HTTP Proxy requires the activation of an URL filtering slot. If no filtering slot is enabled, customers will have the block page. Its activation makes possible the use of: Antivirus (Kaspersky or ClamAV): explanation detailed in section PostProcessing
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HTTP Proxy Configuration External Proxy: After the treatment, you can choose to redirect the client request to an external proxy. Be aware « Proxy Authorization » allows to send user login to the external proxy in the header request, not to authenticate the client. GET http://www.google.com/firefox?client=firefox-a&rls=org.mozilla:fr:official HTTP/1.1 Host: www.google.com User-Agent: Mozilla/5.0 (Windows; U; Windows NT 5.1; fr; rv:1.8.1.2) Gecko/20070219 ... Proxy-Authorization: Basic ZmFyaWRpOg==



ZmFyaWRpOg== faridi in base 64 NETASQ – CORPORATE PRESENTATION
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HTTP Proxy Configuration [Config] ProxyName=pix-racine-interne ProxyPort=squid ProxyAuth=1



ICAP (Internet Content Adaptation Protocol) Reqmod and ICAP Respmod; for both, possibility to join to the request the login or the IP address of the client Reqmod: (Request for modification) functions according the following priciple: - A HTTP client send a HTTP request - The request is intercepted by the HTTP Proxy - The IPS-Firewall sends an ICAP request to the ICAP server - The ICAP server replies to the ICAP request, sending the modified request - The IPS-Firewall sends the HTTP request modified to the web server NETASQ – CORPORATE PRESENTATION
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HTTP Proxy Configuration Respmod: (Response Modification): the ICAP client (IPS-Firewall) sends the HTTP responses to the ICAP server. The response modification method is intended for post-processing performed on an HTTP response before it is delivered to a client, example:virus checking.



[Icap] ReqmodState=0 ReqmodHost= ReqmodPort=icap ReqmodService= ReqmodLdapAuth=0 ReqmodIPAuth=0



[IcapRespmod] RespmodState=0 RespmodHost= RespmodPort=icap RespmodService= RespmodLdapAuth=0 RespmodIPAuth=0
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HTTP Proxy Configuration Since the version 6.3.0.1, it's possible to configure an ICAP white list. In the slot file add the following entries: [IcapExclude] host1 host2 ...



possibility to configure ten entries (host, network, range)
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HTTP Proxy Configuration HTTP Extension Webdav (Web-based Distributed Authoring and Versioning): possibility to allow it through the HTTP Proxy connect method: Connect method will be used by clients if there is already a proxy configured on them. Generally connect method is used for HTTPS connections encapsulated in Proxy connection. RFC 2616 defines relatively well-known methods for HTTP such as GET or POST on the internet given their wide use. It also defines a method called CONNECT. This method is relatively obscure. It allows mounting secure tunnels through proxy servers. By tricking a proxy server with this command, security measures ensured by the proxy are bypassed.
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HTTP Proxy Configuration



Ethereal: connect method used to access to NETASQ website through a proxy NETASQ – CORPORATE PRESENTATION
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HTTP Proxy Configuration Partial Download: When a download is incomplete, for example, due to a connection failure during a file download, the user can continue to download from where the error occured, instead of having to download the whole file again. This is called a « partial download » 3 states: Pass: partial downloads are authorized. Antivirus analyse is done part by part Block: No partial download is accepted. The proxy erases the token AcceptRanges of the server responses to incite the client not to use the partial downloads. NETASQ – CORPORATE PRESENTATION
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HTTP Proxy Configuration Filter: - The partial download of files the total size of which is lower than the postprocessing limit is forbidden. - Donwload of a range the minimum of which is lower than the postprocessing limit is forbidden. Why? to avoid this: postprocessing limit: 10Mb download of a virus of 8 Mb HTTP client asks first 4 Mb range de [0 – 4096] – Antivirus analyses and doesn't detect anything HTTP client asks the following 4 Mb range de [4096 – 8192] – Antivirus analyses and doesn't detect anything HTTP client merges two parts. It has downloaded a virus.
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HTTP Proxy Configuration [Config] PartialDownload=[ 1 | 2 | 3 ]



1=BLOCK , 2=PASS; 3 =FILTER Max file Size: Size max of a file accepted by the HTTP Proxy [Config] MaxDataSize=2048



Enable QoS: does not use the new QoS module [Config] QOS=10000000



Enabled encoding check: By enabling this option, the HTTP proxy analyse the URL till the last « / » NETASQ – CORPORATE PRESENTATION
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HTTP Proxy Configuration [Config] CheckEncoding=1



1=BLOCK , 2=PASS; 3 =FILTER Block Page $rule : filtering rule $host : peer hostname $url : requested URL other token [Config] BindAddr=«FW-IP or Alias»



The HTTP proxy will use this IP address to initiate HTTP connections (also possible for SMTP and POP3 proxy) NETASQ – CORPORATE PRESENTATION
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HTTP Proxy URL Slot You need to enable an URL filtering slot; you have two web filter providers: -NETASQ list -OPTENET list



possible to block or analyse certain mime types, default policy shown with the command tproxyd -s http CT frules: Default=block 1: action=checkvirus mime=text/plain 2: action=pass mime=text/* 3: action=pass mime=image/* 4: action=checkvirus mime=*



NETASQ – CORPORATE PRESENTATION



17



HTTP Proxy URL Slot To change default policy, In the URLs slot: [ContentType] status=on|off action=pass|block|checkvirus mime=



Example: [ContentType] status=on action=checkvirus mime=



As soon as manual rules are configured in the URL slot, default rules (seen in tproxyd -s http) are no more taken into account.
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SMTP and POP3 Proxy SMTP Global Configuration Filter The SMTP banner : Hide the banner of your server. It's more difficult to identify your mail server system. The IPS-Firewall will answer 220 SMTP Welcome to a telnet command Token : WelcomeMsgFiltering=1



Checkspam to activate the antispam postprocessing according to the content analysis antispam configuration (more details in section PostProcessing) Token : CheckSpam=1 NETASQ – CORPORATE PRESENTATION



19



SMTP and POP3 Proxy SMTP Global Configuration Data Size Activate the size limitation for each mail ( default value : 4096) Token: MaxDataSize=4096



Number of recipients Activate the recipient limitation for each mail ( default value : 100) Token: MaxRecipient=100
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SMTP and POP3 Proxy SMTP Global Configuration Other global parameters just could be configured in console mode by editing the configuration file : ForceHeloIP=1 This option allows to replace the parameter of the helo (or ehlo) command by the client IP address. This could be useful to create access rules on SMTP server or for logs. Never use this on outgoing profile to avoid private IP after the helo command. Some servers will refuse this.
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SMTP and POP3 Proxy SMTP Global Configuration MaxLineLength The RFC 0821 define : «...The maximum total length of a text line including the is 1000 characters (but not counting the leading dot duplicated for transparency)... » By default the limit is 1024 Bytes. It seems not to be enough for some clients => « Data line too long » Since version 6.3.0.1, possibility to fix this value between 1024 and 2048.



NETASQ – CORPORATE PRESENTATION



22



SMTP and POP3 Proxy SMTP Authorized Servers This feature allows to configure a white list of SMTP servers and just authorize SMTP connections to these servers. Token : FilteringSrvIp=1 The authorized servers are listed in the section [SrvWhiteList]
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SMTP and POP3 Proxy SMTP External proxy After SMTP proxy analysis, possibility to forward the mail to a proxy. Case of incoming SMTP traffic (from internet to an internal SMTP server) - Common error : use of a bimap instead of external proxy - Best configuration : Use a map on MX IP address for ARP publication. More over, outgoing SMTP connections will use MX IP address, so that mails will not be blocked by strict mail server policy (reverse DNS) Token : ProxyName= ProxyPort=
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SMTP and POP3 Proxy SMTP Bandwidth Limitation The option « enable QoS » in the advanced menu of the SMTP Proxy configuration allows to limit the bandwidth. Token : QOS=0 ( bandwidth limitation disable) QOS=10000000 (limitation value in Bytes) Warning : don't confuse with the QoS module of ASQ
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SMTP and POP3 Proxy SMTP Command Filtering The SMTP proxy gives the possibility to filter a list of generic SMTP Command. For each command, authorization could be set to : pass: The proxy transmit the command without check . Filter: the proxy check the parameters of the command, respect of the RFC 821. block : the command is blocked. The command is just remove so the mail is not block One token for each command in the section [Cmd], for example HELO=[0|1|2] 0 : command is blocked 1: command is filtered 2 : command is passed
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SMTP and POP3 Proxy SMTP Command Filtering Blocked commands appear in tproxyd debug: [2007-03-28 15:03:43] smtp: fd=11 ip=10.1.20.1 [cmd_answer] remove unsupported (E)SMTP capacity 'STARTTLS'



By default, all unknown commands are blocked. Possibility to add new extra command in section [ExtraCmd]
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SMTP and POP3 Proxy SMTP Filter rules SMTP Proxy allows to manage specific filter rules for each profile. Rules are contained in the [Rules] section Example of filter policy for incoming SMTP traffic : "status=on action=pass from=none to=*@company.com" "status=on action=pass from=*@* to=*@company.com" This configuration allows mailler daemon answers with the first rule and will prevent your server from being an open relay server
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SMTP and POP3 Proxy SMTP Filter rules Example of filter policy for outgoing SMTP traffic : "status=on action=pass from=*@company.com to=*@*" This rule will prevent an internal host from sending spam if it's infected by a worm.
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SMTP and POP3 Proxy SMTP Filter rules Wilcards signification: * : any word ? : any character [1-3]: 1 to 3 If no filter rule is matched the default policy is apply. Default policy is blocked but you can modify it in the configuration file: RulesPolicyBlock=[0|1] 0 : block
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SMTP and POP3 Proxy POP3 Proxy SMTP and POP3 Configurations are similar The differences, for POP3 there are no - filtering rules for POP3 - extra commands - some global options: Data Size and Number of recipients



NETASQ – CORPORATE PRESENTATION



31



PostProcessing The PostProcessing is the mechanism allowing to do several treatments on data: Collect the data, Store them in temporary files, and execute operations on data (antivirus, antispam) Configuration in the menu Antivirus of each proxy, section Limits Download size limit: example with 10 % for each file Postprocessing limit 90 % available for analysis That means 10% to store ONE file and 90 % to analyse it AND store/analyse the others. You can choose to block the file if the limit is exceeded. Corresponding tokens in the file /Firewall/ConfigFiles/HTTPProxy/ [Postprocessing] Policy=Pass Size=51607 --> in bytes NETASQ – CORPORATE PRESENTATION
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PostProcessing Antivirus (ClamAV or Kaspersky) When Analysis fails: PASS or BLOCK (example file corrupted) Corresponding tokens in the file /Firewall/ConfigFiles/HTTPProxy/ [AntiVIRUS] CheckVirus=1 OnFailedPolicy=Pass
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PostProcessing Antispam; Realtime Blackhole List (RBL) /Firewall/ConfigFiles/AntiSPAM/antispam State=1 in [DNSBL] section define if the RBL analyse is activated The DNS Blacklist analysis or RBL enables identifying the message as SPAM trough RBL servers, which contain lists of IP addresses that identify spammers and all servers that relay SPAM messages without blocking them. For each message to be analysed, the UTM appliance will query the RBL servers on whether the sender of the message or any of the mail relays through which message passed is consider spammer. reliability: 3 -> high 2 -> medium 1 -> low



NETASQ – CORPORATE PRESENTATION



34



PostProcessing Antispam; Realtime Blackhole List (RBL) example : the proxy analyse an email containing this hop : from outgoing.securityfocus.com (outgoing.securityfocus.com [205.206.231.27])by smtp3-in.smtp-in.msg.nordnet.fr (Postfix) with ESMTP id BBBF234006 for ; Mon, 26 Mar 2007 21:06:19 +0200 (CEST) the RBL server used is SORBS. The IPS-Firewall sends a DNS query about 27.231.206.205.dnsbl.sorbs.net. If no registration exists, the RBL doesn't contain this IP address. If this registration exists. The mail is tagged as SPAM with a level corresponding to this RBL. NETASQ – CORPORATE PRESENTATION
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PostProcessing Antispam; Realtime Blackhole List (RBL) -> Trusted server The trusted server is the first hop in your network. So all hops after this one are not analysed because considered as internal to your network. token: TrustedLine= -> Email header tag Header with information related to antispam analysis token : Headers=1 X-Spam-Flag: YES X-Spam-Gateway: gateway.netasq.com X-Spam-Status: tests=dnsbl dnsbl="DSBL: Distributed Server Boycott List" ip=200.44.160.85.list.dsbl.org Subject: (SPAM 2)Proven Safe! Give Your Little Brother 3-Inches Longer With This High Demaning Herbal Pill dql NETASQ – CORPORATE PRESENTATION
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PostProcessing Antispam; Heuristic analyse Two tokens in section [VadeRetro] are used for this analysis. state and threshold. state defines if this analysis is used. The heuristic analysis fixes a score for each mail and according to this score and the threshold you have defined, tag the mail with a SPAM level according this formula : t: threshold s: score 1 + 3 * (s - 200) / (2000 - t) example : score of 450 for a mail and the threshold is let to the default value 200 , the SPAM level will be : 1 + 3 * (450 - 200) / (2000 – 200)=1,41 The mail is tagged as SPAM with a level corresponding to this RBL. Max score between both analysis is taken into account NETASQ – CORPORATE PRESENTATION
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Interactions with other modules NAT Implicit redirection rules: F200XA105410400601>ipnat -l | more List of active MAP/Redirect filters: rdr sis1 0.0.0.0/0 port 80 -> 127.0.0.1 port 8080 tcp rdr sis1 0.0.0.0/0 port 25 -> 127.0.0.1 port 8081 tcp rdr sis1 0.0.0.0/0 port 110 -> 127.0.0.1 port 8082 tcp -redirection rules are generated according to the information in the menu Proxy > General (file /Firewall/ConfigFiles/proxy) -possibility to disable these rules in the file /Firewall/ConfigFiles/NAT/nat
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Interactions with other modules ASQ-Filtering Implicit filtering rules allow the connexions to the loopback interface, TCP port 8080, 8081 and 8082. F200XA105410400601>sfctl -s filter 0 :0 : pass on in proto tcp from any to 127.0.0.1 port 8080 0 :0 : pass on in proto tcp from any to 127.0.0.1 port 8081 0 :0 : pass on in proto tcp from any to 127.0.0.1 port 8082 You can disable them and configure your own filtering rules; for example: SMTP Proxy on external interface for incoming traffic and you always receive the emails from the IP address of the provider relay; => You can disable the SMTP Proxy implicit filtering rule and create a filtering rule allowing just the IP address of the relay.
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Interactions with other modules Active Update The Active Update allows to update the Patterns|URLFiltering|Antispam| Kaspersky|Clamav|Vaderetro|Optenet example: autoupdate -t URLFiltering update the URL Filtering Base autoupdate -f -t URLFiltering replace all the base
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Packets handling 1/ The client initiate a connection 2/ NAT module redirects the connection to loopback interface port 8080, 8081 or 8082 3/ Connection is treated by tproxyd – If files must be analysed it stores them in /tmp 4/ tproxyd initiate a local socket to the Antivirus (Clamav or Kaspersky) and ask it to analyse the files At the same time



5/ Antispam: heuristic analyse is done and tproxyd wait for the result =>score1 6/ Antispam: DNSRBL check is done =>score2 tproxyd take into account the MAX score
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Console mode Some commands tproxyd command: F200XA105410400601>tproxyd -h usage: tproxyd [-D] [-h? | -L | -l | -s -v] -D daemonize -h -? help -L show proxy licences -l show filtering rules -s http|smtp|pop3|avp|all show config -v version F200XA105410400601>dstat | grep tproxyd tproxyd : /var/supervise/tproxyd: up (pid 922) 346896 seconds The command dstat allows to know if the daemon is up NETASQ – CORPORATE PRESENTATION
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Console mode Debug mode How to enable the debug? (disable HTTP Plugin) setconf /Firewall/ConfigFiles/proxy Config Verbose [ all | ,,,,, ] example: setconf /Firewall/ConfigFiles/proxy Config Verbose all setconf /Firewall/ConfigFiles/proxy Config VerboseFile /tmp/tproxyd.debug tproxyd -d I enable the debug but the proxy doesn't log anything? It could be a problem of rights; execute the command chmod 777 on the directoty which should contain the log file. It's possible to print the debug information on the console: nstop tproxyd tproxyd -d NETASQ – CORPORATE PRESENTATION
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Console mode Some information provided by Log and Debug Content type (Mime Type) debug file: [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 New connection [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 [process_request] host= m= url= [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 [getpost] Host=update.microsoft.com KEEPAL IVE=on CL=off CL_VAL=0 CHUNKED=off [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 [is_user_matching] compare user_rule:|vide -any| with (ip_user:|faridi| ip_group:|| [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 [httpanswer_read_statusline] code=200 [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 [httpanswer_contenttype] CT refused (no match / default action) [2007-03-26 18:57:36] http: fd=63 ip=10.1.34.9 Connection close corresponding message in web logs: msg="Content-type blocked" NETASQ – CORPORATE PRESENTATION
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Console mode Some information provided by Log and Debug Connect Method debug file: [2007-03-27 11:55:34] http: fd=63 ip=10.1.34.9 New connection [2007-03-27 11:55:34] http: fd=63 ip=10.1.34.9 [process_request] host= m= url= [2007-03-27 11:55:34] http: fd=63 ip=10.1.34.9 [process_request] Connect method not authorized [2007-03-27 11:55:34] http: fd=63 ip=10.1.34.9 Connection close corresponding message in web logs: msg="Connect method not authorized"



Invalid escape sequence (URL: http://www.netasq.com/en%%/index.php) debug file: [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [process_request] host= m= url= [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [getpost] Host=www.netasq.com KEEPALIVE=off NETASQ – CORPORATE PRESENTATION
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Console mode Some information provided by Log and Debug m= url= CL=off CL_VAL=0 CHUNKED=off [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [http_decode_url] Request blocked, the URL contains encoding errors in Host/Path [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [getpost_method] Can't decode URL [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 Connection close
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Console mode Some information provided by Log and Debug m= url= CL=off CL_VAL=0 CHUNKED=off [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [http_decode_url] Request blocked, the URL contains encoding errors in Host/Path [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 [getpost_method] Can't decode URL [2007-03-27 14:21:43] http: fd=59 ip=10.1.34.9 Connection close
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Console mode Debug mode of SMTP connections Debug information: [2007-03-28 15:05:24] smtp: fd=11 ip=10.1.20.1 new connection [2007-03-28 15:05:24] smtp: fd=11 ip=10.1.20.1 [maildata_to_tmpfile] Datamode terminated (file=/tmp//tproxyd.qaI25c) [2007-03-28 15:05:25] fd=11 ip=10.1.20.1 [postprocessing_done] (virus:code=2(clean)/action=0 spam:level=-1) [2007-03-28 15:05:26] fd=11 ip=10.1.20.1 [handle_proxyread] connection close [2007-03-28 15:05:26] smtp: fd=11 ip=10.1.20.1 [smtpproxy_clear_connection] [2007-03-28 15:05:58] fd=11 ip=10.1.20.1 [postprocessing_done] (virus:code=2(clean)/action=0 spam:level=-1) [2007-03-28 15:05:58] fd=11 ip=10.1.20.1 [handle_proxyread] connection NETASQ – CORPORATE PRESENTATION



48



Known Problems and Common errors: Some information provided by Log and Debug avp connections busy : update to the version 6.3.0.1 and verify Kaspersky version in the file /Firewall/System/global (4.0.2) microsoft updates through HTTP Proxy: configure partial downloads to PASS no antivirus or antispam analysis for incoming pop3 or SMTP traffic: check if there is a translation rule configured Force HELO IP: before the version 6.3.0.1, the SMTP proxy rewrite the command helo (or ehlo) with the IP address of the client => block mail by server with strict policy Don’t forget to disable HTTP Plugin before activating the HTTP Proxy Debug
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Appendix: antispam Heuristic The heuristic analysis is based on GOTO Software’s VadeRetro, which uses 7 methods of analysis to assess the legitimacy of an analysed e-mail. Empirical rule analysis The analysis by empirical rules is based on the use of unpredictable rules, deduced from the indepth analysis of all the message’s components (header fields, subject text, body text, html, attachments, etc). These rules, which have been defined by the specialists at VadeRetro, define a set of characteristics that are common to certain types of messages (such as messages sent by robots), and therefore allow identifying future messages with the same characteristics. Semantic analysis In a semantic analysis, the text contents of the message are compared against a predefined dictionary of typical words and phrases used in spam or legitimate messages. VadeRetro’s phrase lookup technology has a novel approach, as it allows not only searching for logical word combinations, but also for words with an approximative spelling.
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Appendix: antispam Counter-reaction Filters like these are no doubt the most original and efficient aspect of the VadeRetro filter engine. Their main function consists of detecting in messages, the techniques that spammers use to get around anti-spam solutions that use “classic” filter methods. Analysis of embedded HTML code When part of the message contains HTML, the antispam will compute an exclusive HTML code footprint (HTML pattern), which is then compared to a list of known patterns typical of generated spam. This technique, combined with statistics on the image sizes within, provide for a particularly effective filtering of spam mainly or exclusively made of online images. Non-latin character set languages For IT environments restricted to Western languages, Vade Retro can consistently detect usage of non-Latin character sets, either through declaration or effective use, which provides for quick identification of the ever growing spam of Asian or Slavonic origin.
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Appendix: antispam Anti-Scams Cyber-scams are often financial propositions that dangle get-rich-quick offers with the aim of luring victims to purportedly lucrative overseas investments. Originally carried out by ordinary mail or by fax, these days these scams take the form of spam e-mails that do not exactly resemble other advertising messages that are usually filtered. VadeRetro’s technology include a specific scam detection module to combat such messages. Anti-virus and SMTP delivery failure notifications Nowadays, mail servers are saturated with notifications caused by the spread of e-mail viruses. Such viruses exploit the address books of infected machines and send messages from fraudulent addresses. VadeRetro features a special module identifying notifications sent by SMTP servers during the detection of viruses or during the delivery failure of a message to a non-existent e-mail address.
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Support sÃ©minaire DekNOD 1.0.0-fr - Valtech Training 

... en 2009 par Ryan Dahl (Joyent Inc.) BasÃ© sur le langage JavaScript. Sur-couche de Chrome V8. PositionnÃ© cÃ´tÃ© serveur. PilotÃ© par les Ã©vÃ©nements ...










 








technical training bosch hdi edc 15c2 injection system and ... .fr 

15 C2 HDI diesel engine management system, combined with a particle filter system, in ..... VII - CRUISE CONTROL BRAKE PEDAL SWITCH (7308) - FEATURE ....................... ..... All values specified in this document are given as guidelines only. ...










 








technical training bosch hdi edc 15c2 injection system and ... .fr 

Jan 14, 2008 - BOSCH EDC 15C2 HDI SYSTEM (High pressure Diesel .... controls, if necessary, a pre-injection (to reduce combustion noise) and the main .... Additional heating (electric resistors (2a) or ...... integrated low additive level sensor, ...










 








Lutron Technical Support Center 1.800.523.9466 24 hrs / 7 days www ... 

In any 3-way/4-way circuit, use only one Main Dimmer with up to four. Companion ..... 4. Tornillo azul: Conecte el cable (Cable de comunicaciÃ³n 1 - registre el.










 








support 

Jan 9, 2011 - small form-factor: one serial ATA controller supporting one device and one parallel Ultra ATA/100 IDE supporting two devices per channel with.










 








support 

Jan 9, 2011 - controllers supporting one device each and one ... mini-Tower: two serial ATA controllers supporting .... state; solid green for power-on state.










 








Support Technique Support Technique 

DÃ©sirez-vous avoir accÃ¨s Ã  une Ã©quipe compÃ©tente d'experts pour vous accompagner dans votre suivi opÃ©rationnel? Pour vous ... market competitive prices. Qualified ... What are your services and direct interventions geographic coverage?










 








CANopen training 

1985: The first CAN integrated circuits are marketed by INTEL. 1986: Initial ... 1996: CAN is used on the majority of motor controls in top-of-the-range. European ...










 








EuroBSDCon 2007 NETASQ And BSD - VANHULLEBUS Yvan 

FreeBSD 2.2.7. â€“ Firmware V1.0. â€“ Stateless packet filtering (using ipf) ..... Actually, the soundcard of my workstation :-) â€¢ Some 3rd parties only support Linux ...










 








circuit training 












 








team training 












 








Technical Document 

tion File. ST20XXS_Config File Syntax_V0046. Oct 20, 2009 ...... 3600. N/A. ExpireTimeMP2. Primary SIP registration expire time of profile 2. 60 ~ 200,000. 3600. N/A ... transfer. 0: hold. 1: not hold. 0 sip set hold_bf_atttrans ilbc_payload.
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